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INTRODUCTION

The internet is increasingly fragmented. In the summer of 2020, when then President Trump decided to block Chinese apps TikTok and WeChat by executive orders, the New York Times warned that the Trump Administration’s hardline policy on China “may split the web.” This warning echoes what former Google CEO Eric Schmidt was quoted as saying in September 2018—that in the next ten to fifteen years, the internet would most likely be split into two with one led by China and one led by the United States. The Biden Administration repealed some measures taken by Trump, but has not changed the fundamentally aggressive policy towards China. China did not merely remain on the defensive. In 2021, two major pieces of legislation on cyberspace were passed—the Data Security Law (DSL), and the Personal Information Protection Law (PIPL). These legislations reflected and consolidated a general

---


3 Editorial, As Internet Splinters, the World Suffers, N.Y. TIMES, Oct. 16, 2018, at A22.


A split on the internet is happening across the Atlantic as well. In July 2020, the Court of Justice of the European Union (CJEU) ruled in *Schrems II* that the United States did not provide an adequate level of personal data protection. The U.S.-EU divide over online data privacy, exacerbated in 2013 by Edward Snowden, is now back to its starting point. In December 2020, the EU publicized two major proposed legislations on the internet: the Digital Markets Act and the Digital Services Act. The first regulates the behavior and policy of large digital platforms (the “gatekeepers”) in creating contestable procedure and fair market conditions for small businesses; the second is focused on digital service providers and a new supervisory mechanism for creating a transparent and safe environment. These laws, considered by the *Wall Street Journal* to be the “most ambitious internet laws since the GDPR

---

7 Case C-311/18, Data Prot. Comm’r v. Facebook Ir. Ltd. (*Schrems II*), ECLI:EU:C:2020:559 (July 16, 2020). This case followed Case C-362/14, Schrems v. Data Prot. Comm’r (*Schrems I*), ECLI:EU:C:2015:650 (Oct. 6, 2015). Between the two cases, a major legal framework on privacy was updated in the EU. See Commission Regulation 2016/679, of the European Parliament and of the Council of 27 April 2016 on the Protection of Natural Persons with Regard to the Processing of Personal Data and on the Free Movement of such Data and Repealing Directive 95/46/EC (General Data Protection Regulation), 2016 O.J. (L 119). Following the CJEU’s decision in *Schrems II*, the Irish Data Protection Commission commenced an inquiry to consider whether the actions of Facebook Ireland’s transfer of personal data relating to individuals in the European Union was lawful, but that inquiry was challenged by Facebook Ireland in Irish High Court, leading to a judgment on May 14, 2021. Facebook Ir. Ltd. v. Data Prot. Comm’n [2021] IEHC 336 (Ir.). The issues raised by Facebook Ireland were procedural, but it looks like the dispute is far from over.
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[General Data Protection Regulation], if passed as proposed, would significantly change the regulatory landscape.

Despite their fundamental differences, both the EU and China frame their cyber law and policy in terms of “sovereignty.” In China, President Xi Jinping started talking about “cyber sovereignty” in 2015. The term “cyber sovereignty,” vague as it is, is used to justify political control of the internet and to create a protected space for domestic industry. The EU also found the notion attractive but formulated it slightly differently, calling it “digital sovereignty.” In a brief to the European Parliament in February 2020, digital sovereignty was defined as “Europe’s ability to act independently in the digital world.” It seems clear what brought China and the EU together in asserting “sovereignty” in cyberspace is that they both feel the need to reclaim the power to control and regulate the internet.

In the United States, however, the same word “sovereignty” was used in the early 1990s by internet visionaries to mean the opposite—they have imagined a world free from government regulations, with the internet itself constituting a utopia characterized by self-governance. Over the


years, this belief became weaker, but the association of internet with freedom remained unshaken—in 2012, the Arab Spring was hailed as the “Facebook Revolution” in the United States. It was not until the Facebook/Cambridge Analytica scandal, revealed in 2018, that social media began to be perceived as a major threat to democracy because it allowed a foreign actor (Russia) to influence U.S. elections. In her recent book, The Revolution That Wasn’t, sociologist Jen Schradie explains how conservative groups used social media more effectively in their political mobilization. Shoshana Zuboff, a professor from the Harvard Business School, characterizes contemporary digital economy as “surveillance capitalism,” where “every casual search, like, and click was claimed as an asset to be tracked, parsed, and monetized by some company. . . .” This “new breed of economic power,” according to Zuboff, forcefully seduces every trusting consumer into its powerful vortex: “the precise moment at


Lawrence Lessig observed in 2006, “[i]n the years since [1999], that common view has faded. The confidence of the internet exceptionalists has waned. The idea—and even the desire—that the internet would remain unregulated is gone.” LAWRENCE LESSIG, CODE VERSION 2.0, at ix (2d ed. 2006).

See Jose Antonio Vargas, Spring Awakening How an Egyptian Revolution Began on Facebook, N.Y. TIMES (Feb. 17, 2012), https://www.nytimes.com/2012/02/19/books/review/how-an-egyptian-revolution-began-on-facebook.html [https://perma.cc/6R26-GZ84]; Anupam Chander, Essay, Jasmine Revolutions, 97 CORNELL L. REV. 1505 (2012). But see Marc Lynch, After Egypt The Limits and Promise of Online Challenges to the Authoritarian Arab State, 9 PERSP. ON POL. 301, 302 (2011)(“For all their dizzyingly effective use by creative young activists, it is not obvious that these new media exclusively challenge the competencies of authoritarian states.”).


See generally JEN SCHRADE, THE REVOLUTION THAT WASN’T: HOW DIGITAL ACTIVISM FAVORS CONSERVATIVES (2019) (arguing that conservative groups use social media more effectively in political mobilization).

which our needs are met is also the precise moment at which our lives are plundered for behavioral data, and all for the sake of others’ gain.”

Zuboff warns, cyberspace is no different from the physical world: “[i]n our enthusiasm and growing dependency on technology, we tended to forget that the same forces of capital from which we had fled in the ‘real’ world were rapidly claiming ownership of the wider digital sphere.”

This significant shift in the perception of social media, and the internet in general, calls for a more engaging understanding of the regulatory concerns of global society and its regulatory division. This Article aims to develop such a global perspective. It is based on a taxonomy of the digital world which is divided into three camps. The first camp is the United States as the global center of the internet—home to global digital platforms such as Microsoft, Google, Facebook, Amazon, and Twitter, etc. The global center has commercial, strategic, and ideological interests in keeping the internet an autonomous, self-contained system that enables a free flow of data on the global level. The second camp includes major data consumption countries—the Commonwealth countries (Great Britain, Canada, Australia, etc.), the European Union, and Japan. These are developed economies based on modern technology, before the internet era, who now lag behind after the “lost decades.”

The open nature of their economies and their political alliances with the United States makes them ideal consumers in the digital economy. However,

---

21 Id. at 52–53.
22 Id. at 47.
24 In Japan, it is widely believed that the “late digitalization” was the main reason behind Japan’s stagnation. See Shōsansei, Nihon wa Ressie Tsudzuku – Dejitaru-ka Okure Eikyō Ka [Productivity Continues to be Inferior in Japan Widening Gap with the Average of Developed Countries], JAPANESE ECON. NEWS (Mar. 23, 2020), https://www.nikkei.com/article/DGKKZ0570821000S0A320C2NN1000/ [https://perma.cc/SB55-YXJK]. In 2019, the United Nations Conference on Trade and Development (UNCTAD), an agency of the United Nations, reported that measured by market capitalization of major digital platforms, Europe’s share was only 4 percent. U.N. CONF. ON TRADE & DEV., DIGITAL ECONOMY REP. 2019, at xvi (2019).
these countries are concerned about losing their competitive edge in the digital economy or even control in modern social life; they tend to treat the internet as a global institution with suspicion. Their liberal democracies give them strong instincts and their sophisticated legal frameworks provide tools to regulate the behavior of the global digital platforms, most of which are based in Silicon Valley. This second camp tends to adopt legal rules from the perspective of the consumer.

The third camp is China, which considers itself an ideological and technological rival to the United States. Its initial efforts to split the internet—when it kicked Google out of the Chinese market and built the “Great Firewall” (China’s online censorship system)—were to defend and preserve its political regime. Today, China’s e-commerce market is worth $2 trillion, more than America’s and Europe’s combined. Tencent, Alibaba, and Baidu became major digital platforms, and Huawei and ZTE became major manufacturers in China’s digital economy. Like the second camp, China has its own concerns. On the one hand, the regime is heavily dependent on the tech firms for its global strategy and ambition, as well as for their capacity and data for domestic control. On the other hand, however, these tech firms are all “private” enterprises and thus must

---


28 UNCTAD noted that “[t]he economic geography of the digital economy does not display a traditional North-South divide. It is consistently being led by one developed and one developing country: the United States and China.” U.N. Conf. on Trade & Dev., supra note 24, at xvi. See generally Ludwig Siegele, Special Report The Data Economy, THE ECONOMIST. (Feb. 20, 2020), https://www.economist.com/special-report/2020-02-22 [https://perma.cc/3K9R-GDE7].

be brought under control by the Party State. For this reason, China also treats the internet with suspicion and uses policy to regulate it.

This Article argues that the second and third camps not only share a common interest in reclaiming sovereignty in cyberspace based on their regulatory needs, but also, in the recent past, have aggressively adopted similar regulatory policies in filling the vacuum in cyberspace. Together, they took different legal positions from the U.S. and developed their own legal rules: their courts increasingly claim rather than decline jurisdiction over nonresident digital platforms; they have all adopted tort standards in deciding liability rather than offering a broad immunity; and furthermore, their courts are more open to using global injunction orders as remedy against digital platforms who are innocent non-parties in disputes. All of these actions by the second and third camps have resulted in what I have termed a revolt against the U.S. hegemony in cyberspace.

This Article contributes to our understanding of the current state of cyber law. The global perspective demonstrates an almost uniform response to the U.S. law in cyberspace from all of America’s major trading partners. In the past, comparative studies tended to focus on a single jurisdiction—typically, the European Union—and compared it with the United States. This approach, informative as it was, significantly understated the gravity of the differences between that jurisdiction and the United States. Fundamentally, it was based on an American-centric outlook with primary interests in building convergence models. In cyberspace, however, this is simply not helpful. In recent years, scholars...
of the European Union have argued for the “Brussels effect,” which contended that EU’s more strict regulatory approach in cyberspace not only persists but is now followed by many countries outside Europe. The global perspective adopted in this Article follows the direction of the regulatory theories and pushes the logic to its end. By examining cases from five jurisdictions, this Article demonstrates not only that there is divergence in cyberspace regulation but that the United States is a lone outlier in its regulatory approach to the internet, while the other four jurisdictions—the European Union, the Commonwealth countries, Japan, and China—have all adopted a more rigorous regulatory approach. It is a revolt.

In the remainder of this Article, Part I lays the foundation for the comparison by describing the legal frameworks in the United States. It tracks the development of legal doctrines in two critical areas. First, this Article examines personal jurisdiction over nonresident defendants in defamation and intellectual property cases. Second, it analyzes the jurisprudence of Section 230 of Communications Decency Act (CDA), which provides immunity to digital platforms. Part II then provides a comparison of personal jurisdiction issues in laws and judicial cases in four jurisdictions: the Commonwealth countries, the European Union, Japan, and China. In contrast with the more limited personal jurisdiction doctrines in the United States, the other four jurisdictions made it easier for victims to establish personal jurisdiction and thus have access to courts. Part III tracks legal doctrines on liability of digital platforms in the four jurisdictions. In contrast with the general immunity in the United States under Section 230 of the CDA, all four jurisdictions adopted tort liability for digital platforms. Part IV tracks legal doctrines in global injunctions by courts in the four jurisdictions to show a general move toward more willingness to extend remedy beyond their borders. The global revolt in cyberspace described in this Article is a significant development in the twenty-first century, with critical policy ramifications. Some final thoughts will be discussed in the conclusion.

33 Anu Bradford, The Brussels Effect, 107 NW. U. L. REV. 1, 3 (2012) (discussing Europe’s “unilateral power to regulate global markets” as tending to penetrate and influence other countries to adopt similar measures). See also Schwartz, Global Data Privacy, supra note 32, at 771 (noticing EU’s GDPR is widely regarded as a privacy law not just for the EU but for the world).

I. CYBERSPACE ACCORDING TO U.S. LAW

As the birthplace of the internet and home to global digital platforms such as Microsoft, Apple, Google, Facebook, and Amazon, the United States potentially has a central role in regulating the internet. However, the American regulations are built on a strikingly counterintuitive principle: self-regulation. This is reflected in two areas of law regulating cyberspace. The first area is personal jurisdiction, which is procedural law that determines whether the digital platforms are within the reach of courts. In cyberspace, power is highly concentrated in a small number of digital platforms that are not in the same jurisdiction as the vast majority of the hundreds of millions of users around the world. They are typically not the perpetrator who wrote the defamatory statement or posted the video in violation of copyright law. In other words, they are non-resident, third-party defendants.

In the United States, in order to assert personal jurisdiction, a plaintiff is required to establish “minimum contacts” under the Due Process Clause of the Fourteenth Amendment and state law.\(^{35}\) While the United States Supreme Court has not spoken on the issue since the arrival of the internet,\(^{36}\) lower federal courts and state courts often require a more demanding “minimum contacts,” making the court less accessible. The second area of law is Section 230 of the CDA,\(^{37}\) a federal statute granting general immunity to digital platforms and service providers from civil liability. As will be discussed in detail, federal courts largely follow a “bright-line rule” approach in interpreting Section 230 as a broad

\(^{35}\) See infra text accompanying notes 39–41.

\(^{36}\) See generally Patrick J. Borchers, Internet Libel The Consequences of a Non-Rule Approach to Personal Jurisdiction, 98 NW. U. L. REV. 473 (2004) (analyzing jurisdiction questions in a series of internet-related cases). This is at odds with repeated reflections of the Supreme Court that jurisdictional issues were driven by the commercial and technological transformation of the American economy. In 1979, Justice White noted that “[t]he limits imposed on state jurisdiction by the Due Process Clause, in its role as a guarantor against inconvenient litigation, have been substantially relaxed over the years . . . this trend is largely attributable to a fundamental transformation in the American economy.” World-Wide Volkswagen Corp. v. Woodson, 444 U.S. 286, 293 (1980). Similarly, Justice Black once commented, “[l]ooking back over this long history of litigation a trend is clearly discernible toward expanding the permissible scope of state jurisdiction over foreign corporations and other nonresidents. In part this is attributable to the fundamental transformation of our national economy over the years.” McGee v. Int’l Life Ins. Co., 355 U.S. 220, 222 (1957).

immunity based on the distinction between “publisher” and “distributor.” These two areas serve a common goal: self-regulation.

A. CONSTITUTIONAL FRAMEWORK FOR JURISDICTION

Before the arrival of the internet, personal jurisdiction over a nonresident defendant had moved from strict territoriality to a more flexible “minimum contacts” theory under the Due Process Clause. In the seminal decision *International Shoe Co. v. Washington*, the United States Supreme Court declared that “in order to subject a defendant to a judgment in personam, if he be not present within the territory of the forum, he must have certain minimum contacts with it such that the maintenance of the suit does not offend ‘traditional notions of fair play and substantial justice.’” The question, however, is how to define “minimum contacts.” On March 20, 1984, the United States Supreme Court delivered opinions for two libel cases, both written by Justice Rehnquist. So far, these are the ultimate guide for U.S. tort cases in the internet age.

---

38 See discussion infra text accompanying notes 88–91.
40 *Int’l Shoe Co.*, 326 U.S. at 316 (citation omitted).
41 Many commentators have argued the United States Supreme Court has not clarified the issue in a string of cases. See *Hanson v. Denckla*, 357 U.S. 235, 253 (1958); *World-Wide Volkswagen Corp. v. Woodson*, 444 U.S. 286, 297 (1980) (“When a corporation ‘purposefully avails itself of the privilege of conducting activities within the forum state’ . . . it has clear notice that it is subject to suit there . . . .”); *Burger King Corp. v. Rudzewicz*, 471 U.S. 462, 472 (1985) (“Where a forum seeks to assert specific jurisdiction over an out-of-state defendant who has not consented to suit there, this ‘fair warning’ requirement is satisfied if the defendant has ‘purposefully directed’ his activities at residents of the forum . . . .”); *Asahi Metal Indus. Co., Ltd. v. Super. Ct. of Cal.*, 480 U.S. 102, 112 (1987) (“The ‘substantial connection,’ between the defendant and the forum State necessary for a finding of minimum contacts must come about by an action of the defendant purposefully directed toward the forum State. The placement of a product into the stream of commerce, without more, is not an act of the defendant purposefully directed toward the forum State.”); J. McIntyre Machinery, Ltd. v. Nicastro, 564 U.S. 873, 886–87 (2011). See generally Henry S. Noyes, *The Persistent Problem of Purposeful Availment*, 45 CONN. L. REV. 41 (2012) (discussing the recurring question of defining purposeful availment and proposing a definition). In *Bristol-Myers Squibb v. Super. Ct. of Cal.*, 137 S. Ct. 1773, 1786 (2017), the question of purposeful availment was not in dispute, but the court analyzed jurisdiction at length.
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1. Keeton and Calder

The Court developed the doctrine called “purposeful availment” in the case Keeton v. Hustler Magazine. Here, a resident of New York brought a libel suit in New Hampshire state court against an Ohio publisher whose principal place of business was in California. On minimum contacts, the Court stated that

the contacts between respondent and New Hampshire must be such that it is “fair” to compel respondent to defend a multistate lawsuit in New Hampshire seeking nationwide damages for all copies of the five issues in question, even though only a small portion of those copies were distributed in New Hampshire.

The Court found the publisher’s regular circulation of its magazines sufficient to support personal jurisdiction: “Where, as in this case, respondent Hustler Magazine, Inc., has continuously and deliberately exploited the New Hampshire market, it must reasonably anticipate being hauled into court there in a libel action based on the contents of its magazine.”

In Calder v. Jones, however, a unanimous Court adapted the purposeful availment doctrine to intentional tort cases. Here, the plaintiff was a California resident, filing a complaint in California state court against the National Enquirer, a national magazine with its principal place of business in Florida. The other two defendants—the author and editor of the defamatory article—were both Florida residents. In judging minimum contacts, the Court reasoned, a court should focus on “the relationship among the defendant, the forum, and the litigation.” The unanimous Court adopted an “effect” theory: “[h]ere, the plaintiff is the focus of the activities of the defendants out of which the suit arises.”

The Court highlighted the following facts of the case:

43 Id. at 775.
44 Id. at 781.
46 Id. at 788. Id. In Shaffer v. Heitner, 433 U.S. 186, 204 (1977), when tracking the history of International Shoe jurisprudence, Justice Marshall wrote: “the relationship among the defendant, the forum, and the litigation, rather than the mutually exclusive sovereignty of the States on which the rules of Pennoyer rest, became the central concern of the inquiry into personal jurisdiction.”
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The allegedly libelous story concerned the California activities of a California resident. It impugned the professionalism of an entertainer whose television career was centered in California. The article was drawn from California sources, and the brunt of the harm, in terms both of respondent’s emotional distress and the injury to her professional reputation, was suffered in California.48

Based on these facts, the Court concluded: “In sum, California is the focal point both of the story and of the harm suffered. Jurisdiction over petitioners is therefore proper in California based on the ‘effects’ of their Florida conduct in California.”49

So far, from the wording of the above statement, “effect” theory seemed sufficient for finding “minimum contacts.” However, in response to petitioners’ arguments, the Calder Court added a “targeting” element in order to distinguish intentional torts from product liability cases based on negligence. Here, the Court highlighted the following facts:

Their intentional, and allegedly tortious, actions were expressly aimed at California. Petitioner South wrote and petitioner Calder edited an article that they knew would have a potentially devastating impact upon respondent. And they knew that the brunt of that injury would be felt by respondent in the State in which she lives and works and in which the National Enquirer has its largest circulation. Under the circumstances, petitioners must ‘reasonably anticipate being hauled into court there’ to answer for the truth of the statements made in their article.50

The Court therefore ruled that jurisdiction in California was proper because defendants’ ‘intentional conduct in Florida calculated to cause injury to respondent in California.’51

The “targeting” element in Calder appears to be a “purposeful direction” rule for intentional torts, similar to the “purposeful availment” doctrine for negligence.52 If this is the case, then, Calder provides two theories of “minimum contacts”—effects and purposeful direction. While the factual pattern of Calder is a coherent combination of the two, Keeton is not. The forum state in Keeton was New Hampshire, whose only contact

48 Id. at 788–89.
49 Id. at 789 (emphasis added).
50 Id. at 789–90 (emphasis added).
51 Id. at 791.
52 In Burger King, the Supreme Court treated this as the same rule. Burger King Corp. v. Rudzewicz, 471 U.S. 462 (1985). Later, the Supreme Court made it clear that “[i]ts ‘minimum contacts’ analysis looks to the defendant’s contacts with the forum State itself, not the defendant’s contacts with persons who reside there.” Walden v. Fiore, 571 U.S. 277, 285 (2014).
with the magazine in question was the latter’s circulation. There was no additional “targeting.”

The Supreme Court has not ruled on personal jurisdiction in defamation cases since the advent of the internet age.\textsuperscript{53} Federal courts and state courts have struggled with the ambiguity of \textit{Calder} and \textit{Keeton} and translating the purposeful availment doctrine into rules for the online world. They can be divided into two schools of thought: a minority of the state courts adopt \textit{Calder} into an “effect” theory; other courts are not satisfied with “effect” alone, and require a “targeting” element. The latter approach makes it harder for internet users to establish personal jurisdiction over a nonresident third-party digital platform.

\textbf{2. The “Effect” Theory}

Among state courts, Ohio and Florida find \textit{Calder} directly applicable in online defamation cases. In \textit{Kauffman Racing Equipment v. Roberts},\textsuperscript{54} a decision by the Supreme Court of Ohio, a seller of automobile engine blocks based in Ohio filed a libel complaint in state court against Scott Roberts, a customer based in Virginia, for the latter’s online postings on various websites devoted to automobile racing equipment. A majority of the Ohio Supreme Court concluded that personal jurisdiction was justified because the tort occurred in Ohio, even though online:

\begin{quote}
Roberts posted his allegedly defamatory statements on the Internet, ostensibly for the entire world to see. How much of the world saw the comments is unknown; but we do know that at least five Ohioans saw Roberts’s statements. The comments were thus published in Ohio. Because Roberts’s allegedly defamatory statements were published in Ohio, his alleged tort was committed in Ohio, and he falls within the grasp of [Ohio’s long-arm statute].\textsuperscript{55}
\end{quote}

The Ohio Supreme Court noted that \textit{Calder} itself did not involve internet communication, but considered the factual pattern in \textit{Calder} similar enough.\textsuperscript{56} As in \textit{Calder}, the majority of the Ohio Supreme Court concluded that “[t]he effects analysis necessitates conduct ‘calculated to cause injury’ in a ‘focal point’ where the ‘brunt’ of the injury is experienced.”\textsuperscript{57}

\begin{footnotes}
\footnotetext{53}{Borchers, \textit{supra} note 36, at 475.}
\footnotetext{54}{\textit{Kauffman Racing Equip., L.L.C., v. Roberts}, 930 N.E.2d 784, 789 (Ohio 2010).}
\footnotetext{55}{Id. at 791.}
\footnotetext{56}{Id. at 795.}
\footnotetext{57}{Id. at 796.}
\end{footnotes}
A similar question was raised in an Eleventh Circuit case, which certified that question to the Supreme Court of Florida. There, the plaintiff was a recruiting firm based in Nevada with its principal place of business in Florida; defendant was a resident of Washington State who owned and operated a non-commercial website on consumer-related issues. The Supreme Court of Florida concluded that “allegedly defamatory material about a Florida resident placed on the Web and accessible in Florida constitutes an ‘electronic communication into Florida’ when the material is accessed (or ‘published’) in Florida.” What is in common between the Florida and Ohio Supreme Courts is that they took Calder’s effect theory as sufficient ground for asserting jurisdiction; they did not ask for the targeting element. In the online world, the effect-only standard makes the court easily accessible to plaintiffs. However, other states and federal courts are not comfortable with this approach. Rather, they demand both elements in Calder—effect plus targeting—in order to meet the Due Process requirement.

3. The “Effect Plus Targeting” Theory

In Griffis v. Luban, the Minnesota Supreme Court ruled that a court in Alabama did not have personal jurisdiction over a resident in Minnesota for critical postings on an online newsgroup. In discussing the jurisprudence, the Minnesota Supreme Court noted that the majority of “courts have consistently refused to find jurisdiction based on Calder merely because the plaintiff was located in the forum state and therefore felt the effects of the alleged intentional tortious conduct there.” “Instead,” the court highlighted, “the courts have construed Calder as

59 Internet Sols. Corp. v. Marshall, 39 So. 3d 1201, 1214 (Fla. 2010). The Supreme Court of Florida distinguished defamatory material “accessible” and “accessed” in Florida:

We conclude that posting defamatory material on a website alone does not constitute the commission of a tortious act within Florida. . . . Rather, the material posted on the website about a Florida resident must not only be accessible in Florida, but also be accessed in Florida in order to constitute the commission of the tortious act of defamation within Florida under [Florida statute].

Id. at 1203. The Internet Solutions ruling was later applied by the Eleventh Circuit. See Catalyst Pharms., Inc. v. Fullerton, 748 Fed. Appx. 944 (11th Cir. 2018).
60 Griffis v. Luban, 646 N.W.2d 527, 536 (Minn. 2002).
61 Id. at 533.
requiring more than mere effects in the forum state.”\textsuperscript{62} In California, the supreme court has not ruled on an online defamation case; but it ruled in a trade secret case that exercising personal jurisdiction solely based on internet postings violated Due Process.\textsuperscript{63} The Court of Appeals for the Fourth District ruled in \textit{Burdick v. Superior Court} that the posting of defamatory statements on Facebook itself was insufficient to create the minimum contacts necessary to support personal jurisdiction in a lawsuit against a non-resident.\textsuperscript{64} More recently, the same court of appeals ruled in a defamation case against a resident in Canada; when the social media postings explicitly target California, it satisfies the minimum contacts requirement.\textsuperscript{65}

In New York, the statutory language explicitly exempts causes of action for defamation.\textsuperscript{66} New York courts recognize a “clear distinction between a situation where the only act which occurred in New York was the mere utterance of the libellous material and on the other hand, a situation where purposeful business transactions have taken place in New York giving rise to the cause of action.”\textsuperscript{67} The New York Court of Appeals answered this question in the \textit{SPCA} case.\textsuperscript{68} There, a New York animal shelter filed a defamation case against a donor, a non-profit corporation based in Ohio, who posted critical comments on its own website alleging mistreatment of animals at the shelter.\textsuperscript{69} The question became whether the defendants’ activities—two short visits and three telephone conversations with the shelter, plus a donation of cash—constituted “purposeful activities” related to the alleged defamation.\textsuperscript{70} The court of appeals concluded that they did not.\textsuperscript{71} Not only did the court consider that these activities were “quite limited,”\textsuperscript{72} but also said, “there is no substantial relationship between the allegedly defamatory statements and defendants’ New York activities.”\textsuperscript{73}

\textsuperscript{62} Id.
\textsuperscript{63} Pavlovich v. Superior Court, 58 P.3d 2, 10–11 (Cal. 2002).
\textsuperscript{64} Burdick v. Superior Court, Cal. Rptr. 3d 1, 12 (Ct. App. 2015).
\textsuperscript{66} N.Y. C.P.L.R. § 302(a) (McKinney 2020).
\textsuperscript{69} Id. at 1228.
\textsuperscript{70} Id. at 1228–29.
\textsuperscript{71} Id. at 1227.
\textsuperscript{72} Id.
\textsuperscript{73} Id.
The Second Circuit shared the same view. In *Best Van Lines*, a moving company based in New York filed a suit in federal court in New York against Tim Walker, a resident of Iowa who owned and operated a website giving information and reviews of house movers. Applying New York law, the Second Circuit concluded that “the nature of Walker’s comments does not suggest that they were purposefully directed to New Yorkers rather than a nationwide audience.” In coming to this conclusion, the Second Circuit follows the jurisprudence that “New York courts construe ‘transacts any business within the state’ more narrowly in defamation cases than they do in the context of other sorts of litigation.”

The Fourth Circuit did the same in *Young v. New Haven Advocate*, an online defamation case. Similarly, in *Revell v. Lidov*, the Fifth Circuit did not find a university website containing an allegedly defamatory article constituted substantial contacts under the Texas long-arm statute. The Seventh Circuit is shifting its position from its earlier broad application of *Calder* to a position that is more open to inquire for “something more,” as can be seen in *Tamburo v. Dworkin*. The First Circuit has not spoken on this issue. The District Court for the District of Massachusetts has ruled in favor of a restrictive reading of *Calder* and adopted the *Zippo* test. Similarly, the Ninth Circuit has not spoken on the issue. In trademark
and copyright cases, the Ninth Circuit demanded “more” than what Calder requires.\(^{82}\) One federal district court in the Ninth Circuit believes that “the Ninth Circuit as well as the majority of jurisdictions, have rejected the holding that merely posting information on an otherwise passive website is sufficient.”\(^{83}\)

In cyberspace, the majority of the federal and state courts in the United States require a “targeting” element in their interpretation of the “purposeful availment” doctrine in Calder. By contrast, as will be discussed in Part II, not all other jurisdictions required this targeting element. Requiring “targeting” makes the court much less accessible for internet users.

B. SECTION 230 OF THE CDA

The second area of law is a general immunity granted to digital platforms and internet service providers under Section 230, which was initially enacted in 1996 as part of Title V of the Telecommunications Act.\(^{84}\) In June 1997, however, the United States Supreme Court struck down part of it for abridging freedom of speech protected by the First

---

\(^{82}\) In a trademark case, for example, see Bancroft & Masters, Inc. v. Augusta National Inc., 223 F.3d 1082, 1087 (9th Cir. 2000), overruled on other grounds by Yahoo! Inc. v. La Ligue Contre Le Racisme, 433 F.3d 1199 (9th Cir. 2006) (en banc) (“We have said [in Panavision] that there must be ‘something more,’ but have not spelled out what that something more must be. . . . We now conclude that ‘something more’ is what the Supreme Court described as ‘express aiming’ at the forum state.”). For a copyright case, see Mavrix Photo, Inc., in which the Ninth Circuit interpreted Calder as requiring express aiming to establish jurisdiction. Mavrix Photo, Inc. v. Brand Techs., Inc., 647 F.3d 1218, 1229 (9th Cir. 2011).

\(^{83}\) Medihah Mining, Inc. v. Amanategui, 237 F. Supp. 2d 1132, 1135 (D. Nev. 2002). The court noted here that there was no evidence that any Nevada resident actually did access the alleged defamation. Id. at 1136. The court concluded that plaintiff failed to allege defamatory postings were directed at forum state. The District Court for the Western District of Washington agreed with this position. See Phillips v. World Publishing Co., 822 F. Supp. 2d 1114, 1123–24 (W.D. Wash. 2011) (“[C]ourts should not focus too narrowly on the test’s third prong—the effects prong—because ‘something more’ is needed in addition to a mere foreseeable effect. That ‘something more’ is ‘express aiming.’”) (quoting Bancroft, 223 F.3d at 1087).

Amendment. 85 Section 230 became 230(c)(1): “No provider or user of an interactive computer service shall be treated as the publisher or speaker of any information provided by another information content provider.” 86

When the CDA was proposed in 1995, Senator James Exon (D-Neb.) was primarily driven by concerns of online pornography. 87 Its basic framework was based on the conceptual distinction between publisher and distributor in Cubby, Inc. v. CompuServe Inc., 88 and its primary target was “content providers.” 89 During congressional deliberations, Stratton Oakmont, Inc. v. Prodigy Services Co., an internet tort case questioning the publisher-distributor distinction in Cubby, 90 caught the attention of lawmakers. Senator Coats specifically mentioned Stratton Oakmont during the Senate floor debate:

I understand that in a recent N.Y. State decision, Stratton Oakmont versus Prodigy, the court held that an online provider who screened for obscenities was exerting editorial content control. This led the court to treat the online provider as a publisher, not simply a distributor, and to therefore hold the provider responsible for defamatory statements made by others on the system. I want to be sure that the intent of the amendment is not to hold a company who tries to prevent obscene or indecent material under this section from being held liable as a


88 See Cubby, Inc. v. CompuServe, Inc., 776 F. Supp. 135, 140–41 (S.D.N.Y. 1991) (holding that passive providers of online services and content were not charged with knowledge of, or responsibility for, the content on their network).

89 H.R. REP. NO. 104-458, at 190 (1996) (Conf. Rep.) (“This provision is designed to target the criminal penalties of new sections 223(a) and (d) at content providers who violate this section and persons who conspire with such content providers, rather than entities that simply offer general access to the Internet and other online content. The conferees intend that this defense be construed broadly to avoid impairing the growth of online communications through a regime of vicarious liability.”). See also 47 U.S.C. § 230(e) (defining “information content provider” to mean “any person or entity that is responsible, in whole or in part, for the creation or development of information provided through the Internet or any other interactive computer service.”).

Section 230 became the fundamental U.S. policy for the internet era. In 2010, the United States Congress extended it beyond U.S. territory by instructing federal courts not to recognize or enforce foreign defamation judgments that are inconsistent with Section 230. While it has faced challenges in recent years, Section 230 still remains the law in the United States. Over time, federal courts accumulated a number of cases on Section 230 showing that they tend to give generous immunity to digital platforms or internet service providers. This jurisprudence is reflected in three aspects: courts tend to read Section 230 broadly, thus brushing aside the role played by digital platforms; courts developed the notion of “material contribution” to measure the role of digital platforms when they cannot avoid the question; even notification is often not considered as a decisive factor in deciding negligence.

1. Broad Reading of Section 230

In early cases, courts adopted a broad reading of Section 230. The Fourth Circuit Court led the way through its decision in Zeran v. America Online, Inc. Here, plaintiff Kenneth Zeran alleged defamatory messages posted on an America Online bulletin board by an unidentified person.

Zeran notified America Online (AOL) of the messages but AOL did not take them down.\textsuperscript{96} Zeran did not bring any action against the unidentified person who posted the offensive messages, but instead filed a complaint against AOL.\textsuperscript{97} When AOL moved to dismiss the case based on CDA Section 230, the district court granted the motion.\textsuperscript{98} Zeran appealed to the Fourth Circuit.\textsuperscript{99}

In affirming the district court’s decision, the Fourth Circuit framed Section 230 in terms much broader than was required for the fact pattern of the case. “By its plain language,” the Fourth Circuit announced, “§ 230 creates a federal immunity to any cause of action that would make service providers liable for information originating with a third-party user of the service.”\textsuperscript{100} Without getting into the details of the CDA’s legislative history,\textsuperscript{101} the Fourth Circuit attributed a clear goal and rationale based on freedom of speech: “Congress recognized the threat that tort-based lawsuits pose to freedom of speech in the new and burgeoning internet medium.”\textsuperscript{102} The Fourth Circuit even added the key word “broad” to statutory language:

Fearing that the specter of liability would therefore deter service providers from blocking and screening offensive material, Congress enacted §230’s broad immunity “to remove disincentives for the development and utilization of blocking and filtering technologies that empower parents to restrict their children’s access to objectionable or inappropriate online material.”\textsuperscript{103}

Furthermore, the Fourth Circuit attempted to assign a global meaning to Section 230 by insisting that “Section 230 represents the approach of Congress to a problem of national and international dimension.”\textsuperscript{104} While

\textsuperscript{96} Id. at 329.
\textsuperscript{97} Id.
\textsuperscript{98} Id. at 330.
\textsuperscript{99} Id.
\textsuperscript{100} Id. See also David R. Sheridan, Note, Zeran v. AOL and the Effect of Section 230 of the Communications Decency Act upon Liability for Defamation on the Internet, 61 ALB. L. REV. 147 (1997) (discussing Zeran’s holding).
\textsuperscript{101} The Zeran case was argued in front the Fourth Circuit on October 2, 1997, and its decision was reached on November 12, 1997. A few months before the Zeran case, the CDA was challenged in the United States Supreme Court, which decided on June 26, 1997, to strike down most of the CDA as a violation of the First Amendment. Reno v. ACLU, 521 U.S. 844 (1997).
\textsuperscript{102} Zeran, 129 F.3d at 330 (emphasis added).
\textsuperscript{103} Id. at 331 (emphasis added) (citing 47 U.S.C. § 230(b)(4)).
\textsuperscript{104} Id. at 334.
the Zeran decision was widely questioned by commentators, on June 22, 1998, the Supreme Court of the United States denied certiorari, which ended the legal uncertainty.

Other federal courts soon found the value of Zeran and followed its direction. In Blumenthal v. Drudge, the Federal District Court for the District of Columbia faced a defamation case against AOL. Here, as the provider of an interactive computer service, AOL contended that it only disseminated content provided by someone else who authored the defamatory statement under § 230(c)(1). However, the author of the defamatory statement, Matt Drudge, was an AOL contractor. After a long quote from Zeran, the district court ruled that AOL entitled to Section 230 immunity, following Zeran. A similar question was raised in Ben Ezra, Weinstein, & Co. v. America Online Inc. Here, the Tenth Circuit faced a defamation and negligence complaint by plaintiff, a publicly traded company, against AOL for incorrect information concerning plaintiff’s stock price and share volume. AOL, which disseminated stock information concerning more than 40,000 publicly traded stocks and securities through its Quotes & Portfolios service, argued that two independent third-party companies provided the information. The Tenth Circuit concluded that “[i]mposing liability on [AOL] for the allegedly inaccurate stock information provided by [third-party] would ‘treat’ [AOL] as the ‘publisher or speaker,’ a result § 230 specifically proscribes.”

Zeran gained momentum in May 2002, when a congressional committee confirmed the rulings. In 2003, Zeran spread to the Third and

---


108 Id. at 51.

109 Id.


111 Id. at 986.

112 “The courts have correctly interpreted section 230(c), which was aimed at protecting against liability for such claims as negligence . . . and defamation. . . . The Committee intends these interpretations of section 230(c) to be equally applicable to those entities covered by H.R. 3833.”
Seventh Circuits. The Ninth Circuit also embraced Zeran in 2003, though in a puzzling way. The first case in the Ninth Circuit was Batzel v. Smith, where plaintiff brought defamation complaints against both the author of the defamatory statement, as well as the operator of website and listservs. The key here was that the author emailed the statement to the operator of the website, without knowing that the message would be posted on the website. It was the website operator who chose the message and edited it before posting it online. Was the website operator an “information content provider” under § 230(c)(1)? The Ninth Circuit was split on this issue. The majority decided to add some conditions to the standard Zeran category:

[A] service provider or user is immune from liability under § 230(c)(1) when a third person or entity that created or developed the information in question furnished it to the provider or user under circumstances in which a reasonable person in the position of the service provider or user would conclude that the information was provided for publication on the Internet or other “interactive computer service.”

Judge Gould, dissenting in part with the majority, believed that the majority went too far. For Judge Gould,

[The court] should hold that the CDA immunizes a defendant only when the defendant took no active role in selecting the questionable information for publication. If the defendant took an active role in selecting information for publication, the information is no longer ‘information provided by another’ within the meaning of § 230.

By that standard, Judge Gould suggested, the defendant “is not entitled to CDA immunity because [defendant] actively selected Smith’s e-mail message for publication.”


In 2003, two other federal circuit courts joined the Fourth Circuit in following the Zeran decision. See Green v. Am. Online, 318 F.3d 465, 470–71 (3rd Cir. 2003) (failure to police its network). It took some more time for other circuit courts to join them. See Almeida v. Amazon.com, 456 F.3d 1316, 1321–24 (11th Cir. 2006); Johnson v. Arden, 614 F.3d 785, 791–92 (8th Cir. 2010) (website host sued for defamatory statements posted on an internet discussion board).

Batzel v. Smith, 333 F.3d 1018, 1022 (9th Cir. 2003).
Id. at 1034.
Id. at 1036–41 (Gould, J., concurring in part, dissenting in part).
Id. at 1038.
Id. at 1040.
Despite their differences, the majority and the dissent in *Batzel* shared a common goal which was to reject the categorical approach in *Zeran*. They suggested a case-by-case approach as an alternative to the bright-line rule adopted by *Zeran*. Nevertheless, the Ninth Circuit was unwilling to question the *Zeran* approach directly.\(^{119}\)

Less than two months later, the Ninth Circuit delivered the opinion for *Carafano v. Metrosplash* (2003), where the Court yielded to *Zeran* completely. Here, a third-party user of MetroSplash.com, a dating service website, impersonated actress Christiane Carafano and created a profile on the website without the latter’s knowledge nor consent. The question was whether the website was entitled to § 230(c) immunity. The trial court, a district court for the Central District of California, considered MetroSplash an “information content provider” thus not entitled to immunity because of its involvement in creating the profile through its application and questionnaire.\(^{120}\) The Ninth Circuit disagreed. Here, the Ninth Circuit conceded to the *Zaren* reading of Section 230, and acknowledged, for the first time, that “courts have treated § 230(c) immunity as quite robust, adopting a relatively expansive definition of ‘interactive computer service’ and a relatively restrictive definition of ‘information content provider.’”\(^{121}\) Based on that general direction from *Zaren*, the Ninth Circuit came up with its own formula, “[u]nder the statutory scheme, an ‘interactive computer service’ qualifies for immunity so long as it does not also function as an ‘information content provider’ for the portion of the statement or publication at issue.”\(^{122}\) It repeated the sweeping statement: “so long as a third party willingly provides the essential published content, the interactive service provider receives full immunity regardless of the specific editing or selection process.”\(^{123}\)

In sum, by the mid-2000s, federal courts had formed a consensus in adopting a broad reading of Section 230, transforming the federal statute to a fundamental legal framework for the internet era. More recently,
Section 230 was interpreted broadly in terms of its geographic coverage.\textsuperscript{124} Both the Second Circuit and the Ninth Circuit reasoned that since the primary purpose of Section 230 is to limit liability, thus it will limit liability regardless.\textsuperscript{125} As a result, Section 230 immunity, so far as digital platforms are acting as publishers,\textsuperscript{126} is now global for U.S. courts.

\section*{2. Material Contribution}

In some other cases, however, the role of the digital platform or service provider cannot be avoided, even by a broad reading of Section 230. In these cases, a notion of “material contribution” was developed. In \textit{Fair Housing Council v. Roommate.com},\textsuperscript{127} the question was whether an online roommate-matching website was entitled to Section 230 immunity, despite the fact that it allegedly violated the Fair Housing Act (FHA) for discriminatory information. The trial court followed \textit{Carafano} and ruled that Roommate was protected by immunity.\textsuperscript{128} On appeal, the Ninth Circuit panel was split.\textsuperscript{129} In April 2008, the Ninth Circuit reheard the matter \textit{en banc}. The \textit{en banc} Court was split. The majority, led by Judge

\textsuperscript{124} See Force v. Facebook, Inc., 934 F.3d 53, 74 (2nd Cir. 2019); Gonzalez v. Google, 2 F.4th 871, 888 (9th Cir. 2021). The facts of these two cases are similar. In both cases, victims of overseas terrorist attacks filed suits against digital platforms for their roles in terrorist groups’ recruitment and propagation of terror. \textit{Force}, 934 F.3d at 57; \textit{Gonzalez}, 2 F.4th at 880. Platforms claimed Section 230 immunity. \textit{Force}, 934 F.3d at 62; \textit{Gonzalez}, 2 F.4th at 882. Plaintiffs argued that that Section 230 did not explicitly cover territory outside the United States, in accordance with the doctrine of presumption against extraterritoriality. \textit{Force}, 934 F.3d at 62; \textit{Gonzalez}, 2 F.4th at 882. Both the Second and Ninth Circuits rejected this claim. \textit{Force}, 934 F.3d at 74; \textit{Gonzalez}, 2 F.4th at 912–13.

\textsuperscript{125} The Second Circuit ruled that Section 230’s “primary purpose is limiting civil liability in American courts.” \textit{Force}, 934 F.3d at 74. Because litigation of civil claims occurs in the United States courts, presumption against extraterritoriality is no barrier to the application of Section 230. \textit{Id.} at 74. The Ninth Circuit closely followed the reasoning of the Second Circuit when it stated “because § 230(c)(1) focuses on limiting liability, the relevant conduct occurs where immunity is imposed, which is where Congress intended the limitation of liability to have an effect, rather than the place where the claims principally arose.” \textit{Gonzalez}, 2 F.4th at 888.

\textsuperscript{126} In \textit{Gonzalez}, the Ninth Circuit left one issue open: plaintiffs argued for liability on a theory that Google generated revenue by selling advertising space through its AdSense program, thus Google shared the revenue with users on the latter’s videos. 2 F.4th at 898. The Ninth Circuit ruled Section 230 did not cover it. \textit{Id.} According to the Ninth Circuit, the plaintiffs’ revenue-sharing allegations “are not directed to the publication of third-party information. These allegations are premised on Google providing ISIS with material support by giving ISIS money.” \textit{Id.}

\textsuperscript{127} \textit{Fair Hous. Council v. Roommates.com, LLC}, 521 F.3d 1157, 1164 (9th Cir. 2008) (en banc).


\textsuperscript{129} \textit{Fair Hous. Council v. Roommates.com, LLC}, 489 F.3d 921 (9th Cir. 2007), \textit{vacated en banc}, 521 F.3d 1157 (9th Cir. 2008).
Alex Kozinski, found that CDA immunity did not apply to Roommate in two aspects. First, when users create a personal profile on its website, Roommate’s questionnaire asked for information on race and sexual orientation, which may have violated the FHA. The majority believed that “[t]he CDA does not grant immunity for inducing third parties to express illegal preferences.” Roommate became an information content provider under Section 230, because “Roommate’s own acts—posting the questionnaire and requiring answers to it—are entirely its doing and thus section 230 of the CDA does not apply to them.” Second, after registration, Roommate creates a personal profile and user’s discriminatory preferences are displayed on her profile page; and Roommate even let users search its database. The majority ruled that Roommate became “much more than a passive transmitter of information provided by others; it becomes the developer, at least in part, of that information.” The majority considered the search function problematic as it was “similarly designed to steer users based on discriminatory criteria.” In that aspect, according to the majority, it differs materially from generic search engines such as Google, Yahoo! and MSN Live Search. Here the majority adopted a “material contribution” standard equivalent to the role of an editor who makes the “affirmative decision to publish,” “so he contributes materially to its allegedly unlawful dissemination. He is thus properly deemed a developer and not entitled to CDA immunity.”

The dissent, led by Judge McKeown, however, argued Carafano controlled here, and believed the majority’s opinion created an “unprecedented expansion of liability for internet service providers [which] threatens to chill the robust development of the internet that Congress envisioned.” Guided by a broad reading of Section 230 immunity, the argument continued, regardless of what Roommate did, it was “the users [who] have furnished this information to Roommate for

131 Id. at 1165.
132 Id. at 1165.
133 Id. at 1167.
134 Id. at 1166.
135 Id. at 1167.
136 Id. at 1167.
137 Id. at 1171.
138 Id. at 1186 (McKeown, J., concurring in part, dissenting in part) (“Carafano presented circumstances virtually indistinguishable from those before us . . . .”).
139 Id. at 1176.
Roommate to publish in their profiles.”\textsuperscript{140} “The profile is created solely by the user, not the provider of the interactive website. Indeed, without user participation, there is no information at all.”\textsuperscript{141} This position gained support in \textit{Kimzey v. Yelp! Inc.}, where Judge McKeown led a unanimous panel holding that Yelp’s rating system, based on user’s inputs, “is best characterized as the kind of neutral tool operating on voluntary inputs,” therefore covered by Section 230 immunity.\textsuperscript{142}

The “material contribution” test, which initially targeted the design and function of a website or app, later became a test of the behavior of the website operator. In \textit{FTC v. Accusearch, Inc.}, the website operator “solicited requests for confidential information protected by law, paid researchers to find it, knew that the researchers were likely to use improper methods, and charged customers who wished the information to be disclosed.”\textsuperscript{143} In \textit{Huon v. Denton}, the Seventh Circuit commented that “[a] company can . . . be liable for creating and posting, inducing another to post, or otherwise actively participating in the posting of a defamatory statement in a forum that that company maintains.”\textsuperscript{144} In \textit{Jones v. Dirty World}, the Sixth Circuit ruled that, though the operator of the website selected the statements for publication, he had not “materially contributed to the defamatory content” because he did not author them.\textsuperscript{145} The Sixth Circuit’s ruling makes “material contribution” meaningless as a judicial scrutiny by returning to the “publisher” and “distributor” distinction.

3. Notification

As can be seen in Part II, all jurisdictions outside the United States treat notification as a decisive factor in deciding negligence on the side of the digital platforms or service provider. Notification is also raised by plaintiffs from time to time in American courts. The first test came to the federal court right after Section 230 was enacted, in \textit{Zeran v. America Online, Inc.}\textsuperscript{146} Zeran argued that the fact that he had notified AOL of the
defamatory statements on the AOL bulletin board and AOL had not removed them made it negligence, regardless of Section 230 immunity to publishers.\footnote{Id. at 332.} The Fourth Circuit was not convinced: “Zeran simply attaches too much importance to the presence of the distinct notice element in distributor liability.”\footnote{Id.} The Court concluded: “Liability upon notice would defeat the dual purposes advanced by § 230 of the CDA.”\footnote{Id. at 333.} In Universal Communication v. Lycos, Inc.,\footnote{Universal Commc’n Sys., Inc. v. Lycos, Inc., 478 F.3d 413, 420 (1st Cir. 2007).} the First Circuit joined other courts that have held that Section 230 immunity applies even after notice of the potentially unlawful nature of the third party content.\footnote{Id. at 333.} In Barnes v. Yahoo,\footnote{Barnes v. Yahoo!, Inc., 570 F.3d 1096, 1096 (9th Cir. 2009).} plaintiff Cecilia Barnes broke off a lengthy relationship with her boyfriend, who then responded by posting profiles of Barnes on a website run by Yahoo.\footnote{Id. at 1102.} Barnes notified Yahoo to remove the profiles, and the latter promised removal. However, Yahoo did not remove them until after Barnes filed the complaint in court. Barnes argued in court that although it may have had no initial responsibility to act, once Yahoo undertook to act, it must do so reasonably.\footnote{Id. at 1103.} The Ninth Circuit did not find this persuasive. According to the court:

\begin{quote}
"The duty that Barnes claims Yahoo violated derives from Yahoo’s conduct as a publisher—the steps it allegedly took, but later supposedly abandoned, to de-publish the offensive profiles. It is because such conduct is publishing conduct that we have insisted that section 230 protects from liability."
\end{quote}

The Ninth Circuit was conscious that, after Fair Housing, it was following a “careful exegesis of the statutory language” rather than resting on a “broad statement of immunity.”\footnote{Id. at 1103.} Nevertheless, the court’s reading of Section 230 is still broad because it refused to consider whether Yahoo was a publisher—therefore within the protection of Section 230—is changed by notification.

When there is no promise made to remove harmful content, then Section 230 becomes a complete defense. One example is Klayman v. Zuckerberg,\footnote{Klayman v. Zuckerberg, 753 F.3d 1354, 1355 (D.C. Cir. 2014).} where an anti-Semitic hate-speech page created by a third-
party user appeared on Facebook, and plaintiff Larry Klayman complained that Facebook did not remove the page timely. The D.C. Circuit found that Facebook was entitled to immunity under Section 230. The court commented that to the extent that Klayman did not claim breach of contract, his case could not be saved.156 Similarly, the Second Circuit ruled in Ricci v. Teamsters Union Local 456 that without a promise made to a user, the website owner who refused to remove defamatory contents was protected by Section 230.157

In sum, Section 230 cases reflect a strong judicial policy of providing a broad, generous immunity to digital platforms and service providers. This broad Section 230 immunity, when combined with a demanding personal jurisdiction requirement, makes court less accessible for millions of internet users. Other jurisdictions, however, adopt a very different legal approach. The remainder of this Article will demonstrate that, outside of the United States, other jurisdictions uniformly make their courts more accessible. This is achieved by extending the jurisdiction of their courts, adopting negligence standard for digital platforms’ liabilities, and increasingly embracing global injunctions as remedies for civil liabilities.

II. GLOBALIZATION OF JURISDICTION

The first area of judicial divergence is jurisdiction. In contrast with the “minimum contacts” standard based on effect plus targeting, courts in Australia, the United Kingdom, Canada, the European Union, Japan, and China tend to treat effect as a decisive factor in asserting jurisdiction. As a result, internet users in these jurisdictions are able to file suit in their local court against service providers or even their digital platforms in California. Ironically perhaps, “globalization of jurisdiction,”158 an American idea, is more readily embraced elsewhere.

A. COMMONWEALTH COUNTRIES

The first defamation case arising from the internet in Australia was Gutnick v. Dow Jones, filed in November 2000 by Joseph Gutnick

---

156 Id. at 1359.
157 Ricci v. Teamsters Union Local 456, 781 F.3d 25, 28 (2d Cir. 2015) (holding that a suit against a website owner who refused to remove defamatory newsletters was barred by CDA).
against Dow Jones at the Supreme Court of Victoria (SCV, the trial court). The legal issue regarded where the defamatory statement was made. Plaintiff Gutnick alleged that an article published in *Barrons* magazine—as well as on the *Wall Street Journal*’s website, WSJ.com—contained defamatory content. Gutnick was a resident in the State of Victoria, Australia, while Dow Jones was a Delaware company with its principal place of business in New York; the server of the website was in South Brunswick, New Jersey. Justice Hedigan of SCV ruled that the trial court had personal jurisdiction and thus granted writ to serve the process outside of Australia. Dow Jones thus appeared in SCV court and challenged the jurisdiction. The trial court dismissed the summons. Both the Court of Appeals in Victoria and the federal High Court of Australia affirmed the ruling.

Dow Jones argued in the trial court that internet publication occurred when and where the material was uploaded to the server. The trial court disagreed and held that “publication takes place where and when the contents of the publication . . . are seen and heard . . . and comprehended by the reader or hearer.” Therefore, the court concluded, libel “was published in the State of Victoria when downloaded by Dow Jones subscribers.” The Australian High Court agreed. Following Justice Dixon’s statement in *Lee v. Wilson & Mackinnon*, Chief Justice Gleeson concluded that “[i]t is where that person downloads the material that the damage to reputation may be done. Ordinarily then, that will be the place where the tort of defamation is committed.”

What was particularly interesting in the *Gutnick* case was the underlying dialogue with the U.S. law—a commentator called it “negotiating [the] American legal hegemony.” Justice Hedigan, the trial

---

161 Gutnick, [2001] VSC 305, para. 21 (28 August 2001) (“It is not to be doubted that the core submission of the defendant is that the Internet publication of ‘Unholy Gains’ occurred when and where the material was uploaded in New Jersey, that is, when it was pulled from the server in New Jersey.”).
162 Id. para. 60.
163 Id.
165 Id. para. 44.
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judge, found that the United States Supreme Court decision in Calder supported his conclusion on finding jurisdiction.\textsuperscript{167} He was not moved when Dow Jones “remind[ed] me more than once that I held the fate of freedom of dissemination of information on the Internet in my hands.”\textsuperscript{168} Justice Hedigan describes the position insisted on by Dow Jones as “[t]o say that the country where the article is written, edited and uploaded and where the publisher does its business, must be the forum is an invitation to entrench the United States, the primary home of much of Internet publishing, as the forum.”\textsuperscript{169} The Gutnick decision was the first act of revolt against the U.S. hegemony—ruling against a major American corporation and asserted jurisdiction on jurisprudence in defiance of the U.S. law.

In England, the Gutnick decision was fully embraced as an update of the English common law.\textsuperscript{170} The English Court of Appeal considered in 2004 that Gutnick brought English common law to the internet age.\textsuperscript{171} Even Dow Jones has clearly accepted the position, and in a subsequent case, it did not even bother to challenge the English court’s jurisdiction.\textsuperscript{172}

In Canada, the Supreme Court of British Columbia came close to embracing the Gutnick decision in \textit{Crookes v. Yahoo} in 2007.\textsuperscript{173} Here, defendant Yahoo had neither physical presence nor bank accounts in British Columbia. Yahoo offered a service called “Yahoo! Groups,” which enabled users to create topic-oriented online discussion groups. One such group was “GPC-Members Group” a forum about the Green Party of Canada. Access to postings and information was restricted to individuals who were invited by the manager of the Group, and not available to the

\textsuperscript{167} \textit{Gutnick}, [2001] VSC 305, para. 57.
\textsuperscript{168} \textit{Id.} para. 44.
\textsuperscript{169} \textit{Id.} para. 73.
\textsuperscript{170} Shortly before the Gutnick decision in Australia, Dow Jones had a similar case in England. See Chadha & Oiscemn Techs. Inc. v. Dow Jones & Co. Inc. [1999] EWCA (Civ) 1415 (Eng.). The \textit{Forbes} magazine had a similar case, which was litigated all the way to the House of Lords. See Berezovsky v. Michaels and Others, Glouchkov v. Michaels and Others [2000] UKHL 25, [2000] (appeals taken from Eng.). However, both cases were decided based on the print version of the newspaper or magazine, without touching the issue of online libel.
\textsuperscript{171} Lennox Lewis & Others v. Don King [2004] EWCA (Civ) 1329 [29] (appeal taken from Eng.) (“In Gutnick v Dow Jones the High Court of Australia firmly rejected a challenge, in the context of Internet libel, to the applicability of such established principles as that vouchsafed in \textit{Duke of Brunswick}.”). \textit{Duke of Brunswick} was an 1849 decision by the Queen’s Bench. The Duke of Brunswick v. Harmer (1849) 117 Eng. Rep. 75, 14 Q.B. 185.
\textsuperscript{172} Dow Jones & Co. Inc. v. Jameel [2005] EWCA (Civ) 75 [16] (Eng.) (“Dow Jones made no challenge to English jurisdiction.”).
general public. Plaintiff, Wayne Crookes, was not a member of the GPC-Members Group, and filed a complaint against Yahoo alleging certain postings made by the GPC-Members Group defamed him. Yahoo challenged the jurisdiction of the court by arguing that “[i]n order for this court to assume jurisdiction over Yahoo, there must be a real and substantial connection between the cause of action against Yahoo and British Columbia.”

The court was ready to embrace Gutnick, by stating that “[w]ith respect to internet communications, the site of the alleged defamation is where the damage to reputation occurs.” Citing Gutnick, it continued: “It is when a person downloads the impugned material from the internet that the damage to the reputation may be done, and it is at that time and place that the tort of defamation is committed.”

However, the court found such allegations missing in the plaintiff’s pleadings: “Mr. Crookes must show that alleged defamatory postings on the GPC-Members website, hosted by Yahoo on servers outside British Columbia, were accessed, downloaded and read by someone in British Columbia, thereby damaging his reputation in British Columbia. Mr. Crookes has neither alleged nor tendered any evidence. . . .”

This is one step further than the same court went in Wiebe v. Bouchard, when the court announced that it had jurisdiction in libel cases even if the defamatory libel posted on a Canadian Government’s website was authored by Quebec residents in Quebec. The Supreme Court of Canada has not spoken directly on Gutnick, but it has taken notice of the case with approval in Society of Composers v. Canadian Association of Internet Providers, and considered it part of the “broader context” in its discussion of online copyright infringement.

Courts in Commonwealth countries responded to the arrival of the internet by adopting a nuanced notion of “publication” in defamation cases, which is functionally closer to the “effect” theory in the United States. By eliminating the need for “targeting,” they made courts more accessible to millions of users.
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B. EUROPEAN UNION

The European Union has developed a similar doctrine since the arrival of the internet. Like the “publication” notion in Commonwealth countries, EU law was centered on the “effect,” with the primary concern being how to make courts accessible. Before the arrival of the internet, the Brussels Convention, 179 Article 2 provided the general rule: persons domiciled in a contracting state shall, whatever their nationality, be sued in the courts of that state. 180 However, there is special jurisdiction, which allows, under Article 5(3), a person domiciled in a contracting state to be sued in another contracting state, in matters relating to tort, delict or quasi-delict, in the courts for the place where the harmful event occurred. 181 In *Bier v. Mines de Potasse d’Alsace, SA*, 182 the European Court of Justice (ECJ) interpreted Article 5(3) as giving a plaintiff the option to file a lawsuit either in the courts based on where the damage occurred, or in the courts of the place where the event giving rise to the damage occurred.

In *Shevill v. Presse Alliance SA*, 183 a defamation case brought by residents in England against a French newspaper, the ECJ applied the doctrine in *Mines de Potasse d’Alsace* and interpreted that “the place of the event giving rise to the damage” in a defamation case “can only be the place where the publisher of the newspaper in question is established, since that is the place where the harmful event originated and from which the libel was issued and put into circulation.” 184 This made the ECJ consistent with the common law tradition. 185 Here, like in *Mines de Potasse d’Alsace*, the European Court of Justice reiterated that the option was given to the plaintiff: “Although there are admittedly disadvantages to having different courts ruling on various aspects of the same dispute, the plaintiff always has the option of bringing his entire claim before the
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courts either of the defendant’s domicile or of the place where the publisher of the defamatory publication is established.”

The question of internet publication, however, is how to define the place where the harmful event occurred. This was the question in eDate Advertising/Martinez. Here, the plaintiff domiciled in Germany. He had been sentenced to life imprisonment for a murder case but was released on parole in 2008. Defendant eDate Advertising was an Austrian company operating a website publishing news, which included a report on plaintiff’s case. Plaintiff brought an action before a German court, seeking an order from the court that the defendant refrain from using his full name when reporting about the case. The main legal issue was whether a German court had jurisdiction over an Austrian company. The German Federal Court of Justice (the Bundesgerichtshof) stayed proceedings and referred the case to Court of Justice of the European Union (“CJEU”).

The CJEU acknowledged the difficulty created by the internet—distribution of defamatory statements became world-wide in the online world, thus traditional tools such as distribution of hard copies became less useful. In the new context, the CJEU reasoned, the objective remained the same, that is to make sure that “a person who has suffered an infringement of a personality right by means of the internet may bring an action in one forum in respect of all of the damage caused, depending on the place in which the damage caused in the European Union by that infringement occurred.” In order to achieve this goal, the CJEU came up with a new conceptual tool—the “center of interest.” According to the CJEU:

Given that the impact which material placed online is liable to have on an individual’s personality rights might best be assessed by the court of the place where the alleged victim has his center of interests, the
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The court did not elaborate on the “center of interests,” but acknowledged that “[t]he place where a person has the center of his interests corresponds in general to his habitual residence.” It indicates that other factors, such as professional activity, may be relevant in considering the “center of interests.” This ruling is, in general, consistent with the Commonwealth countries’ practice of protecting the plaintiff’s interest in ensuring a forum is available for their grievances.

In 2017, the CJEU explained the “center of interest” in Bolagsupplysningen v. Handel. In this case, Bolagsupplysningen, an Estonian company, brought a defamation action in Estonian court against Svensk Handel, a Swedish trade association, for publishing incorrect information on the latter’s website. The alleged defamation was that Svensk Handel included Bolagsupplysningen in a “blacklist” on their website based on accusations of fraud and deceit. The question for the Estonian court was whether it had jurisdiction over a foreign corporation for defamation published in Swedish. The Riigikohus (the Supreme Court, Estonia) referred the case to the CJEU.

Article 7(2) of Regulation No. 1215/2012 provides that a person domiciled in a Member State may be sued in another Member States “in matters relating to tort, delict or quasi-delict, in the courts for the place where the harmful event occurred or may occur.” Following the CJEU’s decision in eDate Advertising, the parties agreed that Estonia was not the place where the event giving rise to the damage occurred. So, the question
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for the CJEU was whether Estonian courts had jurisdiction by virtue of being the courts of the place where the alleged damage occurred. In order to answer the question, the CJEU recalled that in eDate Advertising, the person who considers that her rights have been infringed “must have the option of bringing an action for damages, in respect of all the harm caused, before the courts of the Member State in which the center of [her] interests is based.” However, in this case, because the victim of alleged internet defamation is a legal person (corporate entity)

Article 7(2) of Regulation No. 1215/2012 must be interpreted as meaning that a legal person claiming that its personality rights have been infringed by the publication of incorrect information concerning it on the internet and by a failure to remove comments relating to that person can bring an action for rectification of that information, removal of those comments and compensation in respect of all the damages sustained before the courts of the Member State in which its centre of interests is located.

Because of the “centre of interests,” the CJEU rejected the suggestion that Article 7(2) means that a person can bring an action “before the courts of each Member State in which the information published on the internet is or was accessible.”

In sum, the notion of “center of interest,” created by the European Court of Justice in response to the arrival of the internet, is essentially an elaboration of “effect” theory under Calder. It serves the same purpose as the elaboration of “publication” in Commonwealth courts, that is, to make court open to the millions of internet users.

C. JAPAN

Since the Meiji era, Japan followed continental Europe closely in developing its civil code and civil procedure. Not surprisingly, lawmakers and the courts in Japan responded to the arrival of the internet like the European Union. In Japan, an online defamation case in the
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Supreme Court of Japan in 2016, the *Universal* case,\(^{208}\) had a striking resemblance with the CJEU decision in *Handel*. In this 2016 Japanese case, one of the plaintiffs, Universal Entertainment Corporation (Universal), a Japanese corporation which manufactured, developed, and distributed a gaming machine, was founded, and controlled by entrepreneur Kazuo Okada.\(^{209}\) Universal had a wholly owned subsidiary Aruze Gaming America, Inc., incorporated in the State of Nevada in the United States.\(^{210}\) Aruze owned 20 percent of the defendant company’s (Wynn Resort Ltd.) shares, which operated a casino in Nevada.\(^{211}\)

In early 2012, Wynn Resort alleged that Okada had engaged in improper activities in the Philippines in violation of the United States Foreign Corruption Practice Act (FCPA) and decided in a board meeting to oust Aruze as a shareholder. The next day, the board meeting resolution—including a statement on Okada’s alleged violation of FCPA—was posted on the defendant company’s website. The statement was in English. While defendant company and Aruze were engaged in litigation in Nevada courts,\(^{212}\) Universal filed an internet defamation complaint against the defendant company in Tokyo District Court in August 2012.\(^{213}\) The central question was whether courts in Japan had jurisdiction.

On March 10, 2016, the Supreme Court of Japan (SCJ) decided that this was one of the “special circumstances” under Article 3-9 of the Japanese Code of Civil Procedure where Japanese courts should not exercise jurisdiction. The final result is seemingly similar to the CJEU’s
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\(^{209}\) Id. While the disputes originated in the state of Nevada, the parties were engaged in litigation in courts in Japan, as well as state courts in Nevada. Okada v. The Eighth Judicial District Court, 131 Nev. 834, 359 P.3d 1106 (2015). After the Supreme Court of Japan’s 2016 ruling, the parties continued their disputes in both Nevada state courts and federal courts. See Wynn Resorts, Ltd. v. The Eighth Judicial District Court, 133 Nev. 369, 399 P.3d 334 (Nev. 2017); Okada v. The Eighth Judicial District Court, 134 Nev. 6, 408 P.3d 566 (Nev. 2018). In federal court the case was *Universal Entertainment Corp. v. Aruze Gaming America, Inc.*, Case No. 2:18-cv-00585-RFB-NJK, 2020 WL 2840153 (D. Nev. May 30, 2020).
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decision in *Handel*.214 However, a closer examination shows that the SCJ was more aggressive in claiming jurisdiction. Article 3-9 provides:

> Even when the Japanese courts have jurisdiction over an action . . . , the court may dismiss the whole or part of an action without prejudice if it finds that there are special circumstances (tokubetsu no jijō, 特別の事情) because of which, if the Japanese courts were to conduct a trial and reach a judicial decision in the action, it would be inequitable to either party or prevent a fair and speedy trial, in consideration of the nature of the case, the degree of burden that the defendant would have to bear in responding to the action, the location of evidence, and other circumstances.215

From its text, it is clear that Article 3-9 functions like the doctrine of *forum non conveniens* in the United States,216 by recognizing that the court has jurisdiction, but should exercise its discretion, and decline to exercise that jurisdiction. Therefore, the SCJ implied that Japanese courts did have jurisdiction in a situation like this.

The legal foundation for jurisdiction in Japan, the Code of Civil Procedure Article 3-3 (viii),217 is similar to Article 7(2) of the EU Regulation No. 1215/2012.218 What reason led the SCJ to conclude that Japanese courts had jurisdiction in a case where defendant company
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217 An action may be filed with the Japanese courts in the case of “an action for tort: if the place where the tort occurred is within Japan (excluding if the consequences of a wrongful act committed in a foreign country have arisen within Japan but it would not ordinarily have been possible to foresee those consequences arising within Japan).” MINJI SOSHÔHÔ [Minsohô] [C. CIV. PRO.] 1996, art. 3-3(viii) (Japan), translated in CODE OF CIVIL PROCEDURE (Japanese L. Translation [JLT DS]), http://www.japaneselawtranslation.go.jp/law/detail/?id=2834&vm=04&re=02&new=1 [https://perma.cc/LDD3-3QLV].

posted the statement (in English) on its website in Nevada, alleging violation of U.S. law? The only reason would be because of what the Supreme Court of Estonia asked the CJEU in Handel: the website is accessible everywhere in the world, therefore the court of the place the website is accessible has jurisdiction because that is the place where the damage occurred.\footnote{219} In Handel, the CJEU did not endorse such a broad approach; it adopted the “center of interest” theory to set limits on jurisdiction.\footnote{220} The SCJ achieved the same result as the CJEU did in Handel, but through its discretion under the \textit{forum non conveniens} doctrine.

Japan’s legal framework for international jurisdiction is relatively new—it was introduced in 2011 when the Code of Civil Procedure was amended.\footnote{221} Japan closely follows the European Union when taking part in the discussions and negotiations at the Hague Conference on Private International Law.\footnote{222} On the question of jurisdiction in tort cases, it has been consistent with the 1968 Brussels Convention, the 1990 Brussels Convention, and the 1999 Draft Convention.\footnote{223} The language choice in Article 3-3(viii), “action relating to torts” is understood as \textit{locus delicti commissi} (where a tort was committed). It came from Article 5(ix) of the same Code of Civil Procedure, which is for allocating court jurisdiction in

domestic contexts. The language ‘the place where the tortious act occurred,’ (ふこう行為があった地, 不法行為があった地) includes two elements: first, the place where a tortious act is committed (加害行為地, kagai kōi chi), and second, the place where the consequence of the tort is felt (結果発生地, kekka hasse chi).

Traditionally, in Japan, it was understood that either element could satisfy the jurisdictional requirement. So what the SCJ did in the Universal case, by relying on Article 3-9, was to declare that the Japanese courts had jurisdiction, but that it was a wise exercise of discretion to not claim it.

In sum, the SCJ’s emphasis of discretion under the forum non conveniens doctrine in deciding jurisdiction is functionally similar to the CJEU’s notion of “center of interest.” What is equally amazing is that the SCJ, which is not considered as active by American standards, is providing a key function like the CJEU in the European Union, in Japan’s response to the arrival of the internet.

D. CHINA

As mentioned earlier, China differs from the first camp (the United States) and the second camp (the Commonwealth countries, the European Union, and Japan) in terms of political censorship, and in denying global digital platforms access to its domestic market. Inside the Chinese market, however, the structure is quite similar—national digital platforms, such as Alibaba, Baidu, and Tencent, dominate the national market but they are concentrated in mega cities such as Beijing, Shenzhen,
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In practice, in determining international jurisdiction under Article 5(ix), Japanese courts had recognized that both the place of act and the place of consequence were equivalent and thus the plaintiff was entitled to sue the defendant at either place. Accordingly, if either was located in Japan, jurisdiction of the Japanese courts was recognized on the basis of the place where the tort was committed.

*Id.* at 299.
and Hangzhou. Internet users across China also need to access local courts for civil litigation. When these cases are not considered politically sensitive, Chinese lawmakers and courts adopt similar rules to Japan and the European Union in making courts accessible.

**Wang Shen v. Google**, one of the early cases of online copyright disputes, was a copyright dispute between Google and author Wang Shen decided by the Beijing No.1 Intermediate People’s Court in December 2011. Wang alleged that Google and the operator of its China domain website, www.Google.cn, infringed upon her copyrights by digitizing one collection of her popular short novels and making the book available on that website to its users without the author’s permission. Google questioned the jurisdiction of the court by suggesting that digitization of the book occurred in California because it was stored in a server in California. The Beijing Court did not find the argument convincing. The Beijing Court stated: “the place where the tort act occurred” (qinquan xingwei di, 侵权行为地), according to the interpretation of the PRC Supreme People’s Court, included both the place where the tort is committed (shishi di, 实施地) and the place where results occurred (jieguo di, 结果地).
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fashengdi, 结果发生地). “Therefore, if any one of those places is in China, Chinese courts have jurisdiction over the whole dispute.”

With the rapid increase in the online population, online defamation is a rapidly developing area. On June 23, 2014, the Supreme People’s Court issued a guideline on online tortious cases, “Supreme People’s Court Rules on Several Issues in Tort Cases Related to Personality Rights” (2014 SPC Rule). Article 2 of this 2014 SPC Rule renders a general norm in the context of online torts:

Actions based on allegations of online infringement of personality rights may be brought to the people’s court where the infringement occurred, or where the defendant is domiciled.

The place where infringement occurred includes the place where computer terminals involved in the alleged infringement is located; the place where infringement results occurred includes the domicile of the plaintiff.

Since the 2014 SPC Rule, courts across the country have applied the rule in deciding cases involving China’s best known internet companies. Baidu, China’s search engine, is domiciled in Beijing, but it is sued by plaintiffs all over the country in defamation cases. In these cases, Baidu typically challenges the jurisdiction of the local courts. It argues that by virtue of Baidu being domiciled in Beijing, and the fact that its servers are located in Beijing, only the local court in Beijing should
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237 The case, infra note 238, was a ruling by the court in Shanghai. Courts in other areas ruled similarly. For example, the Chongqing No.5 Intermediate People’s Court in its decision (2019)渝05民终680号 on June 17, 2019 affirmed the lower court’s decision that it had jurisdiction over Baidu in a defamation dispute. Another court, the Harbin Intermediate People’s Court (Heilongjiang province, Northern China) ruled in its decision (2019)黑01民终275号 on August 1, 2019, that the local district court had jurisdiction over Baidu in a defamation dispute.
have jurisdiction. These challenges are typically dismissed. For example, in *Baidu v. Jiang Li*, plaintiff Ms. Jiang Li, a resident in Shanghai’s Yangpu District, brought her online defamation complaint against Baidu in Yangpu District Court. The trial court dismissed Baidu’s challenge to its jurisdiction, thus Baidu appealed to the Shanghai No.2 Intermediate People’s Court, the appellate court. The appellate court concluded:

> [I]n this defamation dispute, the [general] rule is that local courts where defendant is domiciled or [the] court of the place where infringement occurred shall have jurisdiction. In online infringement cases, the place where infringement occurred includes the place where computers and other information processing equipment are located; the place where infringement results occurred include the domicile of the plaintiff who alleges the infringement. In this case, the plaintiff was a resident in Shanghai Yangpu District, and the Yangpu District Court had proper jurisdiction. The dismissal by the District Court on jurisdiction was not an error. We hereby affirm. Baidu’s reasons for appeal are not substantiated, therefore [it] is dismissed.

In sum, China adopted a similar rule in embracing the “effect” theory, like the courts in Japan, the European Union, and the Commonwealth countries. By not requiring a “targeting” element to satisfy jurisdiction, all the jurisdictions outside the United States diverge from it by making their courts accessible to local internet users.

### III. LIABILITY OF THE INTERNET INTERMEDIARIES

The second area of judicial divergence is the liability of digital platforms or internet service providers (ISPs). In the United States, as has been shown in Part I, the regulatory approach is one of broad immunity under Section 230, characterized by a bright-line distinction between “publisher” and “distributor.” By contrast, there is no such broad immunity beyond the borders of the United States. In the United Kingdom and other Commonwealth countries like Australia, and Hong Kong, a theory of “innocent dissemination” offers some protection, like the Directive on Electronic Commerce in the EU or a special statute in Japan limiting the liability of ISPs. But all these countries in the Second Camp keep tort liability by examining the behavior of the ISP rather than relying
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on its status. China adopts a similar tort liability approach, which allows Chinese users to hold ISPs accountable.

A. COMMONWEALTH COUNTRIES

In the United Kingdom, the question of “publisher” was considered in an internet defamation case in 1999, Godfrey v. Demon Internet Ltd. Here, defendant Demon Internet was an ISP that hosted an online newsgroup that published postings by users. The plaintiff, a customer, found one posting defamatory and notified the Defendant. Defendant acknowledged receipt of the notice but did not remove the content until after the posting expired. The legal issue was focused on whether the defendant was a publisher or not. Judge Morland, writing for the English High Court, stated:

After the 17th January 1997 after receipt of the Plaintiff’s fax the Defendants knew of the defamatory posting but chose not to remove it from their Usenet news servers. In my judgment this places the Defendants in an insuperable difficulty so that they cannot avail themselves of the defense provided by [law].

Judge Morland continued:

At Common Law liability for the publication of defamatory material was strict. There was still publication even if the publisher was ignorant of the defamatory material within the document. Once publication was established the publisher was guilty of publishing the libel unless he could establish, and the onus was upon him, that he was an innocent disseminator.

Judge Morland surveyed American cases and quoted Cubby, Stratton Oakmont, and Zeran in great detail. He noted: “[i]n my judgment the English 1996 Act did not adopt this approach or have this purpose.”

The second case was Bunt v. Tilley. Judge Eady, after considering Godfrey, was not sure that Godfrey could be applied directly.
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The judge was reasoning along the line of the “innocent dissemination” doctrine when he commented:

What was left open for later consideration was how a court in England should approach a situation where, by contrast with the factual situation in Mr. Godfrey’s case, an ISP had truly fulfilled no more than a passive role as owner of an electronic device through which defamatory postings were transmitted.248

Judge Eady continued:

[F]or a person to be held responsible there must be knowing involvement in the process of publication of the relevant words. It is not enough that a person merely plays a passive instrumental role in the process.249

Judge Eady applied the same rule in Metropolitan International Schools Ltd. v. Designtechnica Corp.250 In the lower court, Judge Eady applied the same rule in Tamiz v. Google.251

On appeal, however, the English Court of Appeal showed a different assessment in its ruling in 2013.252 Lord Justice Richards stated that it was wrong for the trial judge to regard Google’s role “as a purely passive one.”253 The Lord Justice clarified that the doctrine of “innocent dissemination” was conditioned by the fact that the publisher did not know the publication was defamatory. But notification changed that condition. The Lord Justice stated:

[I]f Google Inc allows defamatory material to remain on a Blogger blog after it has been notified of the presence of that material, it might be inferred to have associated itself with, or to have made itself

248 Bunt, [2006] EWHC 407 (QB), para. 14. The doctrine of “innocent dissemination” was first articulated in Emmens v. Pottle, (1885) 16 QBD 354, 357 (Eng.), where Lord Esher, M.R. ruled that a vendor who sold newspapers that contained libel in it was not liable if he can prove that he, as a “innocent disseminator,” did not know that it contained a libel. In Vizetelly v. Mudie’s Select Library Ltd., [1900] 2 QB 170 (Eng.), the Court of Appeal, relying on Emmens, ruled that proprietors of a circulating library who circulated and sold a book that contained a libel was liable because they were not able to prove they did not know the libel. RACHAEL MULHERON, PRINCIPLES OF TORT LAW 808–09 (2nd ed. 2020).
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responsible for, the continued presence of that material on the blog and thereby to have become a publisher of the material.\textsuperscript{254}

The Court of Appeal’s position might have been stimulated by Judge Parkes in his decision in \textit{Davison v. Habeeb},\textsuperscript{255} a case decided three months prior to Judge Eady’s ruling in \textit{Tamiz}. The 2011 case is quite similar to \textit{Tamiz}. Here, Google, as one of the defendants, was brought to the court for defamatory postings on its platform Blogger.com. Google was represented by Antony White,\textsuperscript{256} the same counsel who had represented Google in \textit{Metropolitan}, making similar arguments. But Judge Parkes differed from Judge Eady on the assessment of Google’s role: “Eady J.’s observations in \textit{Bunt v. Tilley} about the need for a mental element were made in the context of ISPs which were no more than passive conduits which connected one person or one computer with another.”\textsuperscript{257} Judge Parkes pointed out, “[i]n the present case,” however, Google “provides and hosts a platform which is designed to enable users to publish what (within limits) they wish by making their material available for others to access and download.”\textsuperscript{258}

To make the point clearer, Judge Parkes highlighted an additional element: “Moreover, [Google] appears to assume a degree of responsibility for what is published on its Blogger.com platform. . . . The ability to remove offending words is plainly a highly relevant factor.”\textsuperscript{259} A few lines later, Judge Parkes repeated this:

I do not think that the voluntary removal of some articles pending the outcome of the proceedings establishes that [Google] is in any sense the editor of the material, but I do accept that the ability to take down offensive material is a relevant factor in determining whether it is a publisher.\textsuperscript{260}

In Hong Kong, the Court of Final Appeal, the highest judicial authority in Hong Kong, reached the same conclusion in \textit{Oriental Press v. Fevaworks Solutions}.\textsuperscript{261}

In Australia, a series of cases were filed against Yahoo and Google between 2010 and 2012. In February 2010, Milorad Trkulja, a resident of
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Victoria, brought suit against Google. After some procedural issues in 2010 and 2011, the legal issue focused on the question of whether Google was a “publisher.” Google’s defense was that it was not a publisher because it had no knowledge of the defamatory statements. In addition, Google argued there should be “immunity” for an internet search engine. On appeal, the Court of Appeals in Victoria (VSCA) reversed and ruled in favor of Google. The High Court of Australia (HCA), however, endorsed the trial court’s opinion that “it is strongly arguable that Google’s intentional participation in the communication of the allegedly defamatory results of Google search engine users supports a finding that Google published the allegedly defamatory results.” It also corrected the VSCA by making it clear that the plaintiff, in the pleading stage, was not required to plead the degree of Google’s involvement in the publication “for the reason that all degrees of participation in the publication are publication.” The HCA did not discuss the issue of immunity. This is most likely because the issue was not appealed. It is notable that both the trial court and VSCA rejected the notion. The VSCA, in its decision in favor of Google, stated:
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269 Id. ¶ 40. In a more recent case, Fairfax Media Publications v. Voller, the court was facing a similar issue—whether defendants who had public Facebook page containing defamatory content created by third-party users were publishers. [2021] HCA 27 (Sept. 8, 2021). Justices Gageler and Gordon, who were among the majority of High Court of Australia in this case, stated:

[T]he word “intentionally” . . . should be understood to be directed at an intention to facilitate, or provide a platform for, communication of the allegedly defamatory matter. Enough for participation in a process that is in fact directed to making matter available for comprehension by a third party to be characterized as intentional is that the participation in the process is active and voluntary. That is irrespective of the degree of active and voluntary participation in the process. And it is irrespective of knowledge or intention on the part of the participant as to the defamatory content of the matter published.

Id. ¶ 66.
The legislation [in America] has produced, on occasion, an unhappy result: Carafano v. Metrosplash.com Inc. The American experience suggests that the content in any Australian legislation would require much thought. But one thing, in our opinion, is clear. If there is to be any immunity in favor of a search engine from liability for defamation, it must be conferred by legislation.270

In sum, courts in the Commonwealth countries have universally rejected the notion of general immunity, but rather followed traditional common law in torts by adopting a negligence standard. Despite the efforts of Google and other American corporations, who have repeatedly urged them to adopt Section 230 immunity, these courts did not find it convincing, nor the power to do so.

B. EUROPEAN UNION

The European Union legal framework in the Directive on Electronic Commerce271 is built upon traditional tort law. The Directive was largely formulated in late 1998,272 deliberation ensued early in 1999, and it was passed by the European Parliament in June 2000.273 Its immediate background was a series of cases on the question of liability of ISPs. In England, litigation of the Godfrey v. Demon Internet Ltd. case was still ongoing from early 1997 to March 1999.274 In Germany, Mr. Felix Somm, director of the CompuServe Deutschland GmbH, the German subsidiary of CompuServe, was going through a criminal trial for the company’s inadequate efforts to block pornography.275 In May 1998, a Munich criminal court sentenced Somm to two years of imprisonment.276 In France, on April 10, 2000, less than two months before the adoption of the Directive, LICRA, a French non-profit organization filed a complaint
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against Yahoo and Yahoo France at the Superior Court of Paris. These cases showed how urgent the issue was for the European Union to formulate the legal framework; both the Godfrey case and the American statute, the Digital Millennium Copyright Act (DMCA) of 1998, pointed in the direction of the reform they needed.

On ISP liability, there was nothing like CDA Section 230 in the European Union; rather, the Directive on Electronic Commerce adopted a soft safe-harbor notion. It imagined three categories of ISP functions: “mere conduit” under Article 12, “caching” under Article 13, and “hosting” under Article 14. In general, an ISP is not liable for the information transmitted, stored, or posted by a third-party user if the ISP does not have actual knowledge of illegal activity or information, or if the ISP “upon obtaining such knowledge or awareness, acts expeditiously to remove or to disable access to the information.” Consistent with the notion of safe harbor, there is no general obligation for ISPs to monitor activities on their websites under Article 15. Therefore, the Directive resembles the English approach, a tort-based approach, and in treating all torts—defamation, copyrights, trademarks, etc.—alike.

There are a small number of defamation cases based on Article 12, including the case of Sotiris Papasavvas. Here the CJEU clarified that

\[\ldots\] the limitations of civil liability specified in Articles 12 to 14 of Directive 2000/13 do not apply to the case of a newspaper publishing company which operates a website on which the online version of a newspaper is posted \ldots since it has knowledge of the information posted and exercises control over that information, whether or not access to that website is free of charge.
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Also,

the exemptions from liability established in that directive cover only cases in which the activity of the information society service provider is of a merely technical, automatic and passive nature, which implies that that service provider has neither knowledge of nor control over the information which is transmitted or stored (citation omitted). 286

The trademark case in Google v. Louis Vuitton287 was on Google’s “AdWords” referring service and the sponsored links in its search results. Louis Vuitton, owner of the luxury goods trademark, learned in 2003 that a search of its trademarks on Google triggered the display of “sponsored links” leading to websites offering imitation versions of Vuitton’s products.288 In February 2005, a Regional Court in Paris found Google liable, and the ruling was affirmed by the Court of Appeal in Paris in June 2006. The French Supreme Court (“Cour de cassation”) referred the issue to the CJEU. The CJEU found that the internet referencing service provider did not “use” the trademarks in the course of trade,289 and thus cannot be held liable for directly infringing upon the trademarks. Therefore, the question became whether Google is liable for storing advertisers’ information, or whether Article 14 is broad enough to exempt it.290

The CJEU had no doubt that Google’s referring service satisfied the definition of “information society service,”291 but that was only the beginning of the inquiry. The key for the CJEU is Google’s conduct:

In order for the storage by a referencing service provider to come within the scope of Article 14 of Directive 2000/13, it is . . . necessary that the conduct of that service provider should be limited to that of an “intermediary service provider” within the meaning intended by the legislature. . . .

For this purpose, the CJEU continued, “it is necessary to examine whether the role played by that service provider is neutral, in the sense that its

286 Id. ¶ 40.
288 Id. ¶ 23.
289 Google France, 2010 E.C.R., ¶ 58. The CJEU found that the advertisers who purchased Google’s “AdWords” function to create sponsored links used the trademarks, and thus the trademarks proprietor was entitled to prohibit such use. Id. ¶¶ 72, 79, 99.
290 Id. ¶ 106.
291 See id. ¶ 110.
292 Id. ¶ 112.
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conduct is merely technical, automatic and passive, pointing to a lack of knowledge or control of the data which it stores.\textsuperscript{293} The CJEU decided to leave the national courts to assess the facts,\textsuperscript{294} but the general rule here is unmistakable:

Article 14 of Directive 2000/13 must be interpreted as meaning that the rule laid down therein applies to an internet referencing service provider in the case where that service provider has not played an active role of such a kind as to give it knowledge of, or control over, the data stored.\textsuperscript{295}

In the subsequent \textit{L’Oréal v. eBay} case,\textsuperscript{296} the CJEU followed Google v. \textit{Louis Vuitton} closely. The question, whether eBay is protected by Article 14 of Directive 2000/13, depends on the role that eBay played:

Where . . . the operator has provided assistance which entails, in particular, optimising the presentation of the offers for sale in question or promoting those offers, it must be considered not to have taken a neutral position between the customer-seller concerned and potential buyers but to have played an active role of such a kind as to give it knowledge of, or control over, the data relating to those offers for sale. It cannot then rely, in the case of those data, on the exemption from liability referred to in Article 14(1) of Directive 2000/31.\textsuperscript{297}

In sum, the CJEU has consistently adopted a negligence standard in examining the conducts of ISPs and deciding liabilities, a clear contrast with the general immunity reflected in Section 230 of the CDA in the United States.

C. JAPAN

Japan’s law on internet intermediary liability resembles that in the European Union. Better, it codified the norms in a separate statute. In November 2001, Japan enacted a law limiting civil liabilities of telecommunication service providers, known as the Provider Liability Limitation Act (プロバイダ責任制限法, PLLA), Act No. 137 of 2001.\textsuperscript{298}

\textsuperscript{293} Id. ¶ 114.
\textsuperscript{294} Id. ¶ 119.
\textsuperscript{295} Id. ¶ 120.
\textsuperscript{296} See Case C-324/09, L’Oréal SA v. eBay Int’l AG, ECLI:EU:C:2011:474, ¶ 145 (July 12, 2011).
\textsuperscript{297} Id. ¶ 116.
\textsuperscript{298} Jouhou No Kaiji Nikansuru Hritsu [Act on the Limitation of Liability for Damages of Specified Telecommunications Service Providers and the Right to Demand Disclosure of Identification
Section 230 of CDA in the United States, the PLLA provides general immunity to service providers. Article 3 of the Act provides that service providers, when they are not the creator of the content, “shall not be liable for any loss incurred from infringement.” 299 The PLLA, however, departs from CDA Section 230; it resembles the EU’s Directive on Electronic Commerce in adopting a tort approach by creating exceptions to general immunity. Under Article 3, exceptions are under two conditions: (1) it is technically possible to prevent transmission of such information, and (2) there is knowledge of such infringement. 300 Exceptions to general immunity apply if the service provider had had actual knowledge of the infringement or had adequate reasons to believe it caused such infringement. 301

PLLA aimed to address issues emerging from judicial decisions prior to its enactment. One such issue is reflected in the Nifty Forum case by the Tokyo High Court, decided in September 2001. 302 In this defamation case, Nifty, a major ISP in Japan, operated a number of bulletin boards. One of the bulletin boards was “Modern Thought Forum,” operated by Defendant B, a contractor called a sysop (システムオペ) (system operator) in Japan. 303 The sysop had the power to remove contents from the bulletin board. Plaintiff, a member of the Forum, learned about negative messages about her from her friends and notified the sysop by email to remove the defamatory contents, but the sysop refused. 304 The Tokyo District Court ruled in 1997 (before PLLA’s enactment) that the sysop, as manager of Forum, is responsible for its smooth operation and owed a duty of care when notified of defamatory statements. 305 On appeal,
the Tokyo High Court rejected this duty to remove defamatory statements. The High Court considered the sysop’s power of removal based on the operation contract with the ISP; while it has the power of removal, it should also have the autonomy in making its decision based on its own assessments. The High Court ruled that the sysop did not breach its duty to remove the contents. 306

PLLA was passed on November 30, 2001, a few months after the Tokyo High Court’s decision. 307 The Japanese Diet, by contrast, did not adopt the high bar that the Tokyo High Court used in Nifty Forum.

Instead, it gave some control to users by creating exceptions based on the knowledge of the ISP, namely, a negligence standard in Article 3. 308 In the 2 Channel case, 309 the Tokyo High Court clearly followed the framework that PLLA sets. Here, the plaintiff was an animal hospital that found defamatory statements in the bulletin board operated by the defendant. Plaintiff notified the sysop, who refused to remove the defamatory statements because the latter did not think defamation was established. The Tokyo District Court, applying the newly enacted PLLA, found defamation was established and thus found the sysop liable for its failure to remove the content after notification. 310 The Tokyo High Court affirmed the decision. It also took the opportunity to clarify that a sysop’s assessment of defamation should follow an assessment based on an “ordinary person’s reading” (一般人の普通の注意). In doing so, the Tokyo High Court departed from its more deferential position to the ISPs.

306 Nifty Forum, supra note 302.
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Prior to the Civil Code,\textsuperscript{311} the legal framework for liability of internet intermediaries in China was set by Tort Liability Law (2009).\textsuperscript{312} Like the European Union, China adopted a fault-based tort liability for online infringement of civil rights. Article 36 provides:

Internet users and Internet service providers (ISPs) shall bear tort liability if they utilize the Internet to infringe upon the civil rights of others.

If an Internet user commits a tort through Internet services, the infringed shall be entitled to inform the ISP to take necessary measures, including, \textit{inter alia}, deletion, blocking and disconnection. If the ISP fails to take necessary measures in a timely manner upon notification, it shall be jointly and severally liable with the said Internet user for the extended damage.

If an ISP is aware that an Internet user is infringing on the civil rights and interests of others through its Internet services and fails to take necessary measures, it shall be jointly and severally liable with said Internet user for such infringement.\textsuperscript{313}

Article 36 is largely based on the “note and takedown” in the United States Digital Millennium Copyright Act of 1998,\textsuperscript{314} and notification doctrine is widely applied in online copyright and trademark infringement cases in China.\textsuperscript{315} In the defamation realm, 	extit{Zhang Qin v. China.com}, was a case decided by Beijing Chaoyang District People’s
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\textsuperscript{313} Id. art. 36. The substance of Article 36 is now provided in Articles 1194 and 1195 of the Civil Code, supra note 311.

\textsuperscript{314} The Digital Millennium Copyright Act of 1998 (DMCA), supra note 278. The connection between Article 36 and DMCA was acknowledged in 张新宝 [Zhang Xinbao] and 任鸿雁 [Ren Hongyan], 互联网上的侵权责任: 《侵权责任法》第 36 条解读 [Tort Liability on the Web An Interpretation of Article 36 of Tort Liability Law], 中国人民大学学报 [JOURNAL OF RENMIN UNIVERSITY OF CHINA] 17, 21 (2010, No.4).

Court, and affirmed on appeal by the Beijing No.3 Intermediate People’s Court. The defendant was Huawang Huitong (华网汇通), owner and operator of China.com, one of the earliest internet portals in China. Plaintiff, a corporate executive of Sinopec Group, China’s state-owned oil company, found defamatory messages targeting her on the bulletin board of China.com in 2003. She notified China.com on March 8, 2013, but heard nothing from them by March 15 of the same year when the plaintiff filed her complaint in court. During trial, the two sides did not dispute that the defamatory messages were composed and posted by third-party users; what was in question was whether the plaintiff had properly sent the notification to the defendant or not. The trial court had no difficulty dismissing the defendant’s claims of no notification and found that the plaintiff had notified the defendant of the defamatory messages, but the defendant had failed to remove them in a timely manner. The district court announced:

In accordance with the Article 36(2) of the Tort Law of the People’s Republic of China, China.com is, together with the author of the messages, jointly and severally liable for the extended damage, namely, the damage caused from the date of plaintiff’s notification to the date of removal.

It is important to note that the Tort Law does not define “timely” removal nor “extended damage.” In a code-based legal system like China’s, this is where judicial discretion is exercised, and policy considerations are taken into account. In the China.com case, the District Court decided that one week after notification was enough to rule against the ISP.
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In a more recent defamation case against zhihu.com (知乎), a well-known blog in China, the Shanghai Xuhui District People’s Court considered “timely” removal. Here, the plaintiff was a professor at Nanjing University who had his lawyer send zhihu.com a take-down notice after learning about defamatory messages posted on zhihu.com by third-party users. The lawyer’s letter was sent on June 12, 2019. Defendant removed one offensive message and subsequent comments by July 5, 2019. The trial court considered the removal timely, and that the defendant had met the “reasonable expectation” for ISPs. With respect to another offensive message, however, defendant did not remove the offensive content until July 29, 2019, when the court proceedings had started. The trial court ruled that “defendant’s action is beyond an ordinary person’s reasonable expectation of ‘timely removal,’ thus defendant failed to take measures in timely manner.”

In sum, courts in Commonwealth countries, the European Union, Japan, and China universally adopt tort law negligence standard in deciding liability of internet intermediaries, despite their differences in legal traditions (common law vs. civil law), and political ideology (liberal democracy vs. authoritarianism).

IV. RISE OF GLOBAL INJUNCTION

The last area of judicial divergence is remedy. There cannot be a better factual pattern than that in Hassell v. Bird, a recent California Supreme Court decision. The plaintiffs were attorneys who alleged defamatory content in consumer reviews posted on Yelp, which they suspected were authored by a former client. They filed a lawsuit against the former client; the defendant did not appear in hearings, so the plaintiffs won a default judgment from the trial court. The trial court ordered the
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defendant to remove defamatory reviews from Yelp.com. Because the court was not sure where the defendant was located, it also stated that “Yelp.com is ordered to remove all reviews posted by [defendant].”

Can a court issue an order on Yelp? The California Supreme Court ruled that Yelp is protected by Section 230 because the trial court’s order essentially treated Yelp as a publisher.

This Part analyzes similar cases litigated in courts in Commonwealth countries (United Kingdom and Canada), the EU, and Japan. In the U.K., a doctrine called *Norwich Pharmacal* created such a duty on an innocent third party, and now this doctrine has been applied to the internet. In the EU, the CEJU is more open to the idea of letting the court issue orders to ISPs which have an effect worldwide. Even Japan, in a recent case regarding Twitter by the Supreme Court of Japan, opens the possibility. China does not have judicial decisions on this issue yet. But China is actively exploring the idea of projecting its own judicial power beyond its borders. As a result, the U.S. digital platforms are increasingly facing the rise of global injunctions.

### A. COMMONWEALTH COUNTRIES

In the nineteenth-century, an English court’s power to issue injunction orders to a foreign corporation is fairly limited: the general rule is that an injunction would not be granted against a person who is not within the jurisdiction of the court, unless there is something to be done within the jurisdiction. In order for a court to issue a global injunction order to an ISP, two barriers have to be overcome: the first is that an innocent third-party cannot be issued an injunction order; the second is that a non-resident innocent third-party is out of reach by the court. In the 1970s, the English court was breaking the first barrier. In 1973, the House of Lords ruled in the *Norwich Pharmacal* case that an innocent person may come under a duty to assist the injured person. Here, patent owners and
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329 FRANCIS TAYLOR PIGGOTT, SERVICE OUT OF THE JURISDICTION 31–36 (London, William Clowes & Sons, Ltd. 1892). However, this seemed still less rigid than the United States Supreme Court decision in *Pennoyer v. Neff*, 95 U.S. 714 (1877). Edward Q. Keasbey observed in 1905 that the English courts “of recent years have made an important departure” from the traditional rule that focused on service of process. Edward Q. Keasbey, *Jurisdiction over Non-Residents in Personal Actions*, 5 COLUM. L. REV. 436, 440 (1905).
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licensees in England found that their patent was infringed by the illicit importation of goods manufactured abroad.\textsuperscript{331} However, they did not know who imported the illicit goods. They sought an injunction to the Commissioners of Customs and Excise for disclosure of the information. It was in this context that the House of Lords recognized this unusual doctrine of equity:

\begin{quote}
\ldots if through no fault of his own a person gets mixed up in the tortious acts of others so as to facilitate their wrong-doing he may incur no personal liability but he comes under a duty to assist the person who has been wronged by giving him full information and disclosing the identity of the wrongdoers.\textsuperscript{332}
\end{quote}

In the Age of the internet, this doctrine was quickly incorporated into English cyberlaw. A direct application of the \textit{Norwich Pharmacal} doctrine is to seek an order on the ISP for information.\textsuperscript{333} In 2011, the English High Court applied the doctrine to copyright protection by issuing an injunction order on British Telecommunications Plc.,\textsuperscript{334} the largest internet service provider (ISP) in the U.K., to block certain websites that had infringed upon copyrights. In 2018, the United Kingdom Supreme Court brought the same doctrine to the area of trademarks.\textsuperscript{335} Here, Swiss and German companies who owned luxury goods trademarks such as Cartier sought and obtained an injunction order from English courts against the UK’s five largest ISPs for the purpose of blocking certain websites that were selling counterfeits.\textsuperscript{336} In all these cases, ISPs, as the innocent third-party, have become the vehicle for enforcing intellectual property rights.

With the ISPs frequently being dragged to courts, the second barrier became less of a challenge. In September 2017, the New South Wales Supreme Court in Australia issued a worldwide injunction order on Twitter.\textsuperscript{337} In a more significant case in Canada, Equustek Solutions Inc.,
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a British Columbia corporation, brought suit against Google Inc. and Google Canada. The case began as a suit against a different company, Datalink, for infringement of trade secrets, and Equustek obtained numerous court orders, including a December 2012 order prohibiting Datalink from carrying business through any website. However, Datalink continued selling the products in question in violation of court orders. Following the December 2012 court order, Google, who was not a party to the dispute, voluntarily complied with the plaintiff’s request to remove specific webpages or uniform resource locations (“URLs”) from its Google.ca search results. However, Google was unwilling to block an entire category of URLs (“mother sites”) from its search results worldwide. Equustek sought a worldwide interim injunction order against Google, a non-party to its case against Datalink. In June 2014, the trial court ruled in favor of Equustek and granted an interim injunction. The ruling was affirmed in July 2014 by the Court of Appeal of British Columbia. In December 2017, the Canadian Supreme Court, by a majority of seven to two, dismissed the appeal and upheld the worldwide interlocutory injunction against Google.

Emphasizing that interlocutory injunction is an equitable remedy, and thus a matter of discretion for the trial court, the Supreme Court of Canada followed a three-part test in analyzing the question, asking: first, whether there is a serious issue to be tried; second, would the person applying for the injunction suffer irreparable harm if the injunction were not granted; and third, whether the balance of convenience favors granting the injunction or denying it. The first part was not in dispute. On the second part, Google did not dispute that Equustek may suffer irreparable harm but contended that a non-party should be immune from the
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injunction. The majority cited case law to clarify that “[t]he non-party’s obligation arises ‘not because [it] is bound by the injunction by being a party to the cause, but because [it] is conducting [itself] so as to obstruct the course of justice.’” The majority declared, “where a non-party violates a court order, there is a principled basis for treating the non-party as if it had been bound by the order.” This is out of pragmatism, as “the interlocutory injunction in this case flows from the necessity of Google’s assistance in order to prevent the facilitation of Datalink’s ability to defy court orders and do irreparable harm to Equustek. Without the injunctive relief, it was clear that Google would continue to facilitate that ongoing harm.”

To the third part, the balance of convenience, Google contended that the global reach of the injunctive relief violates international comity. The majority considered this only “theoretical.” Here, the Supreme Court quoted and fully endorsed what Madam Justice Fenlon, the trial judge, stated in her opinion: “most countries will likely recognize intellectual property rights and view the selling of pirated products as a legal wrong.” It also quoted, and fully endorsed, Justice Groberman of the Court of Appeal when the latter stated: “In the case before us, there is no realistic assertion that the judge’s order will offend the sensibilities of any other nation.” In addition, the majority also noted that,

[the order does not require that Google take any steps around the world, it requires it to take steps only where its search engine is controlled. This is something Google has acknowledged it can do—and does—with relative ease. There is therefore no harm to Google which can be placed on its ‘inconvenience’ scale arising from the global reach of the order.]

Two of the nine justices on the Supreme Court of Canada dissented. The dissenting justices called for judicial restraint. From the viewpoint of ISP
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liability, two points they made are important to understand the majority’s position as well as anticipate the next move of the Court. First, the dissenting justices continued Google’s non-party claim and went further: “In our view, Google did not aid or abet the doing of the prohibited act.”361 This is because, the dissenting opinion continued, “[t]he act prohibited by the December 2012 Order is Datalink ‘carrying on business through any website.’ That act occurs whenever Datalink launches websites to carry out business—not when other parties, such as Google, make it known that such websites exist.”362 Therefore, the dissenting opinion concluded that “Google does not play a role in Datalink’s breach of the December 2012 Order.”363

Second, the dissenting justices noted that an alternative remedy was suggested by the Court of Appeal for British Columbia but was not considered by the majority.364 The lower court suggested Equustek pursue a remedy in French court since Datalink has assets in France. “We see no reason why Equustek cannot do what the Court of Appeal urged it to do.”365

In sum, courts in the Commonwealth countries responded to the internet by embracing and expanding the Norwich Pharmacal doctrine. This was based on the judicial power in equity, a common law tradition not foreign to the United States. However, in the United States, Section 230—a federal statute—and other policy considerations precluded that common law option.

B. EUROPEAN UNION

In the European Union, the Court of Justice of the European Union (CJEU) embraced the Equustek position, through its interpretation of the EU law. Article 15(1) of Directive 2000/31/EC of the European Parliament and of the Council of 8 June 2000 provides guidance on certain legal
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aspects of information society services, in particular electronic commerce, in the internal market. Article 15(1) of that directive provides:

Member States shall not impose a general obligation on providers, when providing the services covered by Articles 12, 13 and 14, to monitor the information which they transmit or store, nor a general obligation actively to seek facts or circumstances indicating illegal activity.

In *Glawischnig-Piesczek v. Facebook*, the CJEU ruled in a defamation case complained by Eva Glawischnig-Piesczek, an Austrian citizen, a member of the Nationalrat (National Council, Austria), chair of the parliamentary party (“the Green”), and spokesperson for that party. On April 3, 2016, a Facebook user posted an article from an Austrian online news magazine *oe24.at* accompanied by a comment, both considered offensive and defamatory by Glawischnig-Piesczek. On July 7, 2016, Glawischnig-Piesczek sent a letter to Facebook Ireland requesting the content be removed. Facebook did not remove the comment. On December 7, 2016, Glawischnig-Piesczek brought an action before the Handelsgericht Wien (Commercial Court, Vienna, Austria). The trial court in Vienna issued an interim order, directing Facebook Ireland to cease and desist from publishing and/or disseminating the offensive content. Facebook Ireland complied with the order and blocked access to the content in Austria. However, litigation continued, and eventually, the case was appealed to Oberster Gerichtshof (Supreme Court of Austria). Because the case raised questions on EU law, the Supreme Court of Austria referred it to the CJEU for a preliminary ruling on one question in particular: whether an EU member can issue a worldwide injunction order to remove the defamatory content.

The CJEU held that “Directive 2000/31 does not preclude those injunction measures from producing effects worldwide.”
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considered that “in view of the global dimension of electronic commerce, the EU legislature considered it necessary to ensure that EU rules in that area are consistent with the rules applicable at international level.” However, according to the CJEU, “[i]t is up to Member States to ensure that the measures which they adopt and which produce effects worldwide take due account of those rules.”

In sum, the CJEU concluded in Glawischnig-Piesczek v. Facebook that EU law is open to the idea of global injunction, similar to the Commonwealth countries. It is interesting to note that, in Google v. CNIL, the “right to be forgotten” case which was decided one week earlier, the CJEU concluded that the EU General Data Protection Regulation (GDPR) did not require the “right to be forgotten” to be enforced worldwide. The different conclusions in the two cases likely show that the CJEU carefully meted out its decision and left this position open.

C. JAPAN

In Japan, the Provider Liability Limitation Act (PLLA) allows a victim whose rights are infringed upon to apply for an order issued to the service provider to release the content sender’s name, address, and other information prescribed by the Ministry of Internal Affairs and Communications. In May 2002, the Ministry issued an ordinance providing a list of information that may be disclosed under Article 4(1), including, name, address, email, IP address, mobile phone number, etc. With the rise of social concerns with online defamation in Japan, Article 4(1) offers a possible pathway for aggravated parties to seek disclosure of
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information of the wrongdoers from ISPs in order to obtain remedy. So far, the Supreme Court of Japan (SCJ) has made three decisions on Article 4(1). The first decision was in April 2010, when the SCJ ruled that the ISP was the one who had the duty to disclose under Article 4(1). The second case was decided one week later, when the SCJ ruled that ISP would be liable for compensation for its failure to disclose. The third case was decided by SCJ in July 2020 in a copyright dispute against Twitter, the American corporation based in Silicon Valley, California.

The plaintiff in Twitter was a copyright owner of a photograph, with a copyright mark and his name; he posted the photograph on his website in 2009. In 2015, without permission, a Twitter user copied the photograph and used it in his or her tweet. The photograph was retweeted many times by other Twitter users. When retweeted, Twitter automatically resized the photos, so the copyright mark and owner’s name disappeared from the retweeted photos. The SCJ concluded that this omission of the owner’s name infringed upon the owner’s moral rights.

382 Japan maintains criminal libel law, and traditionally, criminal law was and still is frequently used to deal with defamation cases. For example, Lawrence W. Beer observed in 1972, “As a matter of doctrine, civil suit is the preferred remedy, except in extreme cases. However, in practice criminal prosecution or recourse to the Civil Liberties Bureau are the usual avenues in Japan.” Lawrence W. Beer, Defamation, Privacy, and Freedom of Expression in Japan, 5 LAW IN JAPAN 192 (1972). This observation is even truer in the age of the internet. Professor Salil K. Mehra showed that criminal libel law use increased from 1994 to 2003, when the use of internet in Japan skyrocketed. Salil K. Mehra, Post a Message and Go to Jail: Criminalizing Internet Libel in Japan and the United States, 78 U. COLO. L. REV. 767 (2007). Recently, the Ministry of Justice has advocated introducing more severe criminal penalties for the crime of insults (侮辱罪). See 同じくに刀撃用造立について [Imprisonment to be Introduced for Insult Crimes], 日本経済新聞 [JAPANESE ECON. NEWS], Aug. 31, 2021, at 44. Civil remedy in defamation cases remains limited by American standards. See Noriko Kitajima, The Protection of Reputation in Japan: A Systemic Analysis of Defamation Cases, 37 LAW & SOC. INQUIRY 89 (Winter 2012). In this sense, Article 4(1) of PLLA is a step forward in strengthening civil remedies in Japan.
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under the Copyright Act. Therefore, under PLLA Article 4(1), the Court affirmed the trial court’s order to Twitter to disclose the identification information of the user who has sent the initial tweet.

The Twitter ruling, explosive as it was, was narrowly formulated. The SCJ was largely focused on the statutory language of PLLA Article 4(1) and the Copyright Act, which is typical of the SCJ. If the SCJ was concerned about policy issues, it is more likely that it was driven by growing domestic concerns of defamation in cyberspace. Since the SCJ’s 2010 decisions, online abuse (ネット中傷, netto chōshō) has been increasingly considered a serious social concern in Japan. In July 2011, the Ministry of Internal Affairs and Communications publicized a study of PLLA with suggestions. In November 2013, the Japan Federation of Bar Associations called for reform of PLLA. In February 2020, the Cabinet proposed, and the Diet (Japan’s bicameral legislature) passed a new law, the “Digital Platform Transparency Act.” Shortly before the SCJ’s decision, in May 2020, Hana Kimura (木村花), an actress on a popular reality TV show, died of suicide after receiving countless hostile online
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messages. The Kimura tragedy became a powerful signal showing how serious the problem of online abuse was. But concerns of the online world were not limited to Japan’s territory. In June 2020, the Diet passed extensive amendments to the Act on Protection of Personal Information (APPI). One significant change in the 2020 amendments is that APPI is now applicable inside as well as outside Japan’s territory. In this context, the SCJ’s ruling in Twitter, by affirming a trial court’s order to an American corporation based in California, seems to suggest an emerging policy shift in Japan. At least, the SCJ puts itself in a potential position like that of the Canadian Supreme Court in asserting global jurisdiction.

D. CHINA

China’s judiciary has not issued any global injunction orders in online cases as of November 2021. Traditionally, it has been constrained by its own ideological and political factors. However, in recent years, China’s policymakers have reconsidered their position. This new direction is indicated in a speech given by President Xi Jinping on February 25, 2019, where the President called on efforts to further “extraterritorial application” (yuwai shiyong, 域外适用) of Chinese law.

Leading scholars in China largely frame President Xi’s new direction with the reform of the Civil Procedure Code, especially on the question of international jurisdiction of the Chinese courts.
Procedure Code, last amended in 2012, was based on an outdated and conservative notion of territorial focus that has failed to notice China’s changed circumstances, including China’s new status as a capital-exporting country with foreign investments all over the world. For others, this is more than a practical concern of China’s interests overseas, it is also about China being a “great power” (daguo, 大国); thus, it should meet the expectations of the “judiciary of a great power” (daguo sifa, 大国司法). That means that China should be able to project judicial power outside its own territory. The pressure China felt in the cases of Huawei, ZTE, and the arrest of Meng Wanzhou, Huawei’s chief financial officer, prompted intense interest in long-arm statutes in the United States. The other factor is China’s “Belt and Road Initiative” (BRI), where China feels the need to reach all countries at the receiving end of the BRI investments. Think tanks and scholars are suggesting that China should have its own long-arm statute.

So far, the most significant development of this “extraterritorial application” of Chinese law policy is unmistakably manifested in the newly enacted Data Security Law (DSL). Paragraph 2 of the Article 2 of the DSL prescribes: “Data handling activities carried out outside the Chinese territory of the P.R.C. that harming the national security of the P.R.C., the public interest, or the lawful rights and interests of citizens and organizations, are to be pursued for legal responsibility in accordance with law.” According to the explanatory statement made to the National People’s Congress Standing Committee when the draft law was submitted
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for a vote, extraterritorial application was considered “necessary” in order to fully protect data security.\footnote{Liu Junchen (刘俊臣), Guanyu “Zhonghua Renmin Gonghexgou Shuju Anquan Fa (Cao’an) de Shuoming (关于《中华人民共和国数据安全法（草案）》的说明) [An Explanatory Statement on the Draft Digital Data Security Law of the People’s Republic of China], Zhong Hua Renmin Gongheguo Quanguo Renmin Daibiao Dahui Changwu Weiyuanhui Gongbao (中华人民共和国全国人民代表大会常务委员会公报) [GAZETTE OF THE STANDING COMMITTEE OF THE NATIONAL PEOPLE’S CONGRESS OF THE PEOPLE’S REPUBLIC OF CHINA] 956 (2020).} Similarly, Article 3 of the newly enacted Personal Information Protection Law (PIPL 2021) prescribes:

This law is also applicable to activities outside the PRC territory that process the personal information of natural persons within the territory of the PRC, in any of the following circumstances:

- (1) for the purpose of providing products or services to natural persons within the territory;
- (2) to analyze and evaluate the conduct of natural persons in the territory;
- (3) Other circumstances provided for by laws and administrative regulations.\footnote{Personal Information Protection Law of the People’s Republic of China, supra note 6, art. 3.}

The language in both statutes is general and ambiguous, aiming to serve both ideological function as well as legislative one. It sends a clear enough message to the Chinese judiciary. Chinese courts may not make any decision like \textit{Equustek} immediately, but there is no question that policy is pointing in that direction.

\section*{V. CONCLUSION}

In cyberspace, an unprecedented judicial divergence is happening. In the United States, the global center of the internet and the home of many major digital platforms, jurisprudence is based on a globalization characterized by self-regulation, which is in line with American commercial interests and First Amendment ideology. On the other side, however, is the courts in Commonwealth countries, the European Union, and Japan—whose policy is characterized by a public regulation approach—who are increasingly more assertive in claiming jurisdiction, applying tort-based standards, and more open to global enforcement against global digital platforms. Anxious of losing their own competitive edge, even the very control of their economy and social values in the digital era, these countries consider “surveillance capitalism” more of an
American problem that must be addressed by a revolt against the American regulatory approach. This is also true in the third camp—China. From the very beginning, China was driven by its own ideology and self-interests, but it had the same need to assert control of the internet. In cyberspace, China’s regulatory approach has double targets: American platforms as well as China’s homemade surveillance capitalism—China’s digital platforms, which all started as non-state corporations. For this goal, China borrows ideas and conceptual tools from the second camp in building its own regulatory apparatus. The result of these developments in both the second and third camps is a widening judicial divergence that belies an underlying revolt against US hegemony—the “Brussels’ effect” on a global scale.\footnote{Bradford, supra note 33, at 3.}

For convergence believers—the generations of American globalists and comparative lawyers who confidently believe that the United States is a model for the rest of the world—this is a shocking development. A global revolt is different from a claim that the American model is less appealing;\footnote{See David S. Law & Mila Versteeg, The Declining Influence of the United States Constitution, 87 N.Y.U. L. Rev. 762, 767 (2012).} it is a claim that judges and lawmakers in all of America’s major trading partners are consciously embracing a different regulatory approach in response to American refusal to regulate their digital platforms at home. From the vantage point of 2021, this divergence may well be a new normal stuck with us for some time. Recently in the United States, while there are some measures taken on the state level\footnote{On July 7, 2021, Colorado enacted the Comprehensive Data Privacy Act (SB 21-190) (CCDPA), making Colorado the third state on such privacy law in the United States. See Colorado Privacy Act, ch. 483, 2021 Colo. Sess. Laws 3445. Virginia was the second state to enact Consumer Data Protection Act (VCDPA), on March 2, 2021. See Consumer Data Protection Act, ch. 35, 2021 Va. Acts. Both CCDPA and VCDPA will go into effect on January 1, 2023. The first state was California, with the Consumer Privacy Act of 2018 (CCPA) and the California Privacy Rights Act of 2020 (CPRA). National Conference of State Legislatures, 2020 Consumer Data Privacy Legislation (Jan. 17, 2021), https://www.ncsl.org/research/telecommunications-and-information-technology/2020-consumer-data-privacy-legislation637290470.aspx [https://perma.cc/93K7-UBMP].} or on the federal level by the Biden Administration,\footnote{Brent Kendall, New U.S. Antitrust Suit Targets Facebook, WALL ST. J., Aug. 20, 2021, at A2. See also supra note 23.} it is hard to anticipate in the short term any significant change like that of the EU’s proposed bills such as the Digital Markets Act and the Digital Services Act.\footnote{Digital Services Act, supra note 10; Digital Markets Act, supra note 10.}
This state of regulatory divergence in cyberspace, however, not only fragments the internet but also cancels out the supposed “benefits” of self-regulating at-home. This is particularly important as major digital platforms have more users in foreign markets and derive more revenue overseas.\textsuperscript{415} American policymakers, should they find themselves increasingly in a political predicament, are not alone. The global digital platforms are trapped in an awkward situation too, though a slightly different one. While they are often out of the reach of courts or are protected by Section 230 immunity at home, they prove to themselves and the world that they are capable of being more responsive and accountable to their users in foreign markets when required by local law and enforced by local courts. Whatever they tell Congress or the general public to justify the status quo, they know they are acting in bad faith.

\begin{footnote}{In the year 2020, for example, Facebook had more users in foreign markets and more revenue from foreign markets. \textit{See} Mansoor Iqbal, \textit{Facebook Revenue and Usage Statistics (2021)}, BUS. OF APPS, (Sept. 24, 2021) https://www.businessofapps.com/data/facebook-statistics/ [https://perma.cc/V3RP-J4MJ].}